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**PUBLIC SAFETY AND HOMELAND SECURITY BUREAU REMINDS COVERED 911 SERVICE PROVIDERS OF RELIABILITY CERTIFICATION DEADLINE**

**Initial Certification Due October 15, 2015**

**PS Docket Nos. 13-75, 11-60**

By this *Public Notice*, the Public Safety and Homeland Security Bureau (Bureau) reminds Covered 911 Service Providers[[1]](#footnote-1) that an Initial Reliability Certification pursuant to the Federal Communications Commission’s (Commission’s) 911 reliability rules[[2]](#footnote-2) is due October 15, 2015. Covered 911 Service Providers may submit their certifications through the Commission’s online portal at <https://apps2.fcc.gov/rcs911/>.

As a consequence of significant events affecting the availability of 911 services, the Commission’s rules require Covered 911 Service Providers to take reasonable measures to provide reliable service with respect to 911 circuit diversity, central office backup power, and diverse network monitoring,[[3]](#footnote-3) as evidenced by an annual certification of compliance with specified best practices or reasonable alternative measures.[[4]](#footnote-4) The Initial Reliability Certification requires covered providers to demonstrate “substantial progress” toward meeting the requirements of the full Annual Reliability Certification.[[5]](#footnote-5) Substantial progress is defined as compliance with standards of the full certification in at least 50 percent of the Covered 911 Service Provider’s critical 911 circuits, central offices that directly serve public safety answering points (PSAPs), and independently monitored 911 service areas.[[6]](#footnote-6)

On July 30, 2015, the Commission released an *Order on Reconsideration* in this proceeding, clarifying that, under section 12.4 of the Commission’s rules, Covered 911 Service Providers may implement and certify an alternative measure for any of the specific certification elements, as long as they “provide an explanation of how such alternative measures are reasonably sufficient to mitigate the risk of failure. We believe that this should include an explanation of how the alternative will mitigate such risk at least to a comparable extent as the measures specified in our rules.”[[7]](#footnote-7)

Covered 911 Service Providers may register new users on the certification system login page at <https://apps2.fcc.gov/rcs911/>.[[8]](#footnote-8) Companies that serve numerous PSAPs or service areas may choose to enter their responses in an Excel spreadsheet, which is available for download on the main menu page.[[9]](#footnote-9) Once all certification information has been entered, the system provides a link to upload a signed attestation from a company’s Certifying Official that such information is true and correct.[[10]](#footnote-10)

More detailed instructions on how to complete the certification are available as Frequently Asked Questions (FAQs) at <https://apps2.fcc.gov/rcs911/911RCS_FAQ.html> and in a User Manual posted on the main menu of the certification system.

For further information about the certification system and filing process, please contact John Healy in the Cybersecurity and Communications Reliability Division of the Public Safety and Homeland Security Bureau at (202) 418-2448 or john.healy@fcc.gov. For further information about the 911 reliability rules, please contact Eric Schmidt in the Cybersecurity and Communications Reliability Division of the Public Safety and Homeland Security Bureau at (202) 418-1214 or eric.schmidt@fcc.gov.
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