**DA 15-1359**

 **Released: November 24, 2015**

**AGENDA ANNOUNCED FOR FCC AND CU BOULDER PUBLIC SAFETY AND TELECOMMUNICATIONS CYBERSECURITY SUMMIT**

On Dec. 7, 2015, the Federal Communications Commission (FCC) and the Regents of the University of Colorado, a body corporate, contracting on behalf of the CU Boulder Interdisciplinary Telecom Program (CU Boulder), will co-host a summit to explore cybersecurity issues facing the telecommunications sector and the public safety community. The summit will seek to promote ways to develop, implement and measure best practices, enhance cybersecurity awareness of senior-level C-suite executives and agency officials, and evolve policy planning related to cybersecurity recommendations for the telecommunications and public safety sectors, research and development, and workforce planning/talent management. This day-long public forum will allow exchange of ideas, as well as extended interaction with critical industry, academic and government personnel involved in securing our commercial networks, evolving the next generation of public safety networks, and planning for the future of these critical communications assets.

The co-hosts encourage the participation of a broad range of stakeholders, including security researchers, policymakers, industry leaders, cybersecurity organizations, investors, public safety organizations, state, local and tribal government officials, academic institutions and others interested in understanding the current and evolving cybersecurity landscape in these sectors.

Register by e-mailing cybersummit@fcc.gov.  A waitlist will be employed for registrations exceeding capacity. Detailed registration and tentative event information are provided below.

**-TENTATIVE AGENDA-**

|  |  |  |
| --- | --- | --- |
| 9:00 a.m. | **Opening Remarks** | * David Simpson, Rear Admiral USN (ret.), Chief, Public Safety and Homeland Security Bureau (PSHSB), FCC
* David Reed, Faculty Director, CU Boulder Interdisciplinary Telecom Program
 |
| 9:30 – 10:30 a.m. | **Panel**: Building a Security Informed C-Suite | * Mark Turnage, CEO, One World Labs (*Moderator*)
* Deborah Blythe, CISO, State of Colorado
* Stephen Meer, Co-founder, Intrado and Managing Partner, Public Safety Ventures
* Larry Walke, Associate General Counsel, Legal and Regulatory, National Association of Broadcasters
* David Simpson, Rear Admiral USN (ret.), Chief, PSHSB, FCC
 |
| 10:30 – 10:45 a.m. | **Break** |  |
| 10:45 – 11:45 a.m. | **Panel**: Cybersecurity Risk Analysis, Planning and Implementation | * Mike Glenn, Director – Global Security, CableLabs
* Chris Lietz, VP, Cyber Risk Management, Coalfire Systems
* Christopher Boyer, Assistant VP – Global Public Policy, AT&T
* Jeff Goldthorp, Chief, Cybersecurity & Comms. Reliability Division (CCR), PSHSB, FCC
 |
| 11:45 a.m. – 1:30 p.m. | **Lunch** |  |
| 1:30 – 2:30 p.m. | **Panel**: Vulnerabilities in Telecommunications Infrastructure | * Paul Kay, CISO, Echostar (*Moderator*)
* Joe McManus, Scholar in Residence, CU Boulder Interdisciplinary Telecom Program
* Greg Foss, Security Operations Lead, LogRythm
* Chris Calvert, Director of Solutions and Innovation, HP Enterprise Security
* David Wolpoff, Thaumaturgic Engineer, Kyrus Technology
 |
| 2:30 – 3:30 p.m. | **Panel**: Public Safety Network Security | * Brian Shepherd, Broadband Program Manager, State of Colorado (*Moderator*)
* Hans Petersen, Principle Security Architect, Intrado
* John Beltz, Public Safety Communications Research, National Institute for Standards and Technology
* David Sehnert, Mission Critical Partners
* Kathryn Condello, Director, National Security/Emergency Preparedness, CenturyLink
* David Simpson, Rear Admiral USN (ret.), Chief, PSHSB, FCC
 |
| 3:30 – 3:45 p.m. | **Break** |  |
| 3:45 – 4:45 p.m. | **Panel**: Future R&D Goals in InfoSec | * Joe McManus, Scholar in Residence, CU Boulder Interdisciplinary Telecom Program (*Moderator*)
* Jacob Torrey, Assured Information Security
* Alex Kreilein, Managing Partner, SecureSet
* David Odom, Founder, Stealth Mode Platform
* Vern Mosley, Chief Cybersecurity Engineer, CCR, PSHSB, FCC
 |
| 4:45 – 5:00 p.m.  | **Closing Remarks** |

*\*Agenda based on confirmed speakers as of this Public Notice. Additional speakers may be added, or changes made, at a later date.*

**-REGISTRATION AND EVENT INFORMATION-**

The event is free and open to the public, however registration is required.  The FCC and CU Boulder will attempt to accommodate as many attendees as possible; however, admittance will be limited to seating availability.

* **Registration:**To register, please e-mail cybersummit@fcc.gov with “Registration” in the subject line and provide your name, organization affiliation, and contact information. Registration availability is limited; a waitlist may be employed if necessary. If you have previously registered and can no longer attend, please provide us notice at cybersummit@fcc.gov to allow us to accommodate as many on the waitlist as possible.
* **Location:** Discovery Learning Center **(**DLC) Bechtel Collaboratory at the College of Engineering and Applied Science, University of Colorado, Boulder, Colorado. A map is available at: <http://www.colorado.edu/campusmap/map.html?bldg=DLC>.
* **Parking:** Daily parking permits can be purchased for $9 per day in the Police Parking office, which is adjacent to the DLC. Parking meters are also located in parking lots surrounding the DLC or on Regent Drive. Meters operate from 7:30 a.m. – 5:00 p.m. Please see CU Boulder’s campus parking map for more information: <https://www.colorado.edu/pts/sites/default/files/attached-files/UCB_ParkingMap2012-13_WEB_1.pdf>.
* **Recording of the event:**There will be no live web or audiocast of the event, but the FCC plans to make a close captioned recording of the event available at a later date.  More information, as well the recording itself, will be available at <https://www.fcc.gov/events/public-safety-cyber-summit>.
* **Reasonable Accommodations:** Reasonable accommodations for people with disabilities are available upon request. Include a description of the accommodation you will need and tell us how to contact you if we need more information. Please make your request as early as possible. Last minute requests will be accepted, but may be impossible to fill. Send an e-mail to fcc504@fcc.gov or call the Consumer & Governmental Affairs Bureau at 202-418-0530 (voice), 202-418-0432 (TTY).

For additional information, please contact Erika Olsen, Senior Legal Counsel, Public Safety and Homeland Security Bureau, FCC, erika.olsen@fcc.gov, 202-418-2868; or Terese Manley, ITP Corporate Outreach, CU Boulder, terese.manley@colorado.edu, 303-492-3824.

**-FCC-**