**DA 20-471**

**Released: May 1, 2020**

**PUblic safety and homeland security bureau extends timeframe for determining whether to finalize designations of**

**huawei and Zte PURSUANT to 47 cfr § 54.9**

**PS Docket No. 19-351 (Huawei Designation)**

**PS Docket No. 19-352 (ZTE Designation)**

By this Public Notice, the Public Safety and Homeland Security Bureau (Bureau) of the Federal Communications Commission finds good cause to extend the timeframe for determining whether to issue final designations of Huawei Technologies Company (Huawei) and ZTE Corporation (ZTE) in the above-reference proceedings.

In the *Protecting Against National Security Threats Order*, the Commission initially designated Huawei and ZTE as national security threats to the integrity of communications networks and the communications supply chain.[[1]](#footnote-3) The Commission directed the Bureau to determine whether to finalize the designations of Huawei and ZTE, which would have the effect of prohibiting the use of Universal Service Fund (USF) support to procure or otherwise support equipment or services produced or provided by those two companies.[[2]](#footnote-4) The Commission instructed the Bureau to make a final determination no later than 120 days after publication of the initial designations in the Federal Register, which occurred on January 3, 2020.[[3]](#footnote-5) The Commission further held that the Bureau may extend the 120-day deadline for good cause.[[4]](#footnote-6) Thus, the Bureau must determine whether to finalize the designations of Huawei and ZTE by May 4, 2020,[[5]](#footnote-7) unless we find good cause to extend this deadline.[[6]](#footnote-8)

Pursuant to section 54.9(b)(2) of the Commission’s rules, we find that good cause exists to extend the timeframe for completing the designation processes for Huawei and ZTE.[[7]](#footnote-9) First, during the 120-day period following the initial designations, Congress passed and the President signed into law the Secure and Trusted Communications Networks Act of 2019, which itself directs the Commission to develop a list of equipment and services for which USF funds may not be used, and pursuant to which Congress specifically identified Huawei and ZTE.[[8]](#footnote-10) The Bureau sought input from the public on the application of the Secure Networks Act to the designation proceedings, and both Huawei and ZTE, among others, filed comments.[[9]](#footnote-11) Additional time will enable the Bureau to fully consider the comments filed in response and to complete its analysis of the impact of the Secure Networks Act on these designation proceedings. Second, Huawei and ZTE both responded to their respective initial designation orders, in Huawei’s case submitting voluminous comments totaling more than 5,000 pages.[[10]](#footnote-12) An extension of time to review the extensive record in these proceedings is consistent with our commitment to providing appropriate process to potentially affected parties. Thus, we find that the passage of the Secure Networks Act while the initial designations were pending, as well as the importance of fully and adequately considering the records in these proceedings, constitute good cause to extend the timeframe for determining whether to finalize the designations of Huawei and ZTE.

In the interests of regulatory certainty and national security,[[11]](#footnote-13) the Bureau extends for good cause the timeframe for determining whether to finalize the designations of Huawei and ZTE to June 30, 2020.

To request materials in accessible formats (such as Braille, large print, electronic files, or audio format), send an e-mail to: [fcc504@fcc.gov](mailto:fcc504@fcc.gov), or call the Consumer and Governmental Affairs Bureau at (202) 418-0530 (voice) or (202) 418-0432 (TTY).

For further information, please contact Saswat Misra, Attorney Advisor, Cybersecurity and Communications Reliability Division, Public Safety and Homeland Security Bureau at (202) 418-0944 or [saswat.misra@fcc.gov](mailto:saswat.misra@fcc.gov).
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