**DA 20-689**

**Released: June 30, 2020**

**PUBLIC SAFETY AND HOMELAND SECURITY BUREAU ISSUES**

**FINAL DESIGNATIONS OF HUAWEI TECHNOLOGIES COMPANY AND ZTE CORPORATION AS COMPANIES POSING A NATIONAL SECURITY THREAT TO THE INTEGRITY OF COMMUNICATIONS NETWORKS AND THE COMMUNICATIONS SUPPLY CHAIN PURSUANT TO 47 CFR §** **54.9**

**PS Docket Nos. 19-351, 19-352**

In the November 2019 *Protecting Against National Security Threats Order*, the Commission adopted a rule to prohibit the use of universal service support to purchase or obtain any equipment or services produced or provided by a company posing a national security threat to the integrity of communications networks or the communications supply chain.[[1]](#footnote-3) The Commission also initially designated two companies, Huawei Technologies Company (Huawei) and ZTE Corporation (ZTE), as covered companies for purposes of this rule, codified at 47 CFR § 54.9, and directed the Public Safety and Homeland Security Bureau (Bureau) to determine whether to issue final designations of these companies.[[2]](#footnote-4) The *Order* further provided that the Bureau shall issue a public notice announcing its final determination and the effective date of any final designation.[[3]](#footnote-5) By this Public Notice, the Bureau announces that it has released orders issuing final designations of Huawei and ZTE, as well as their parents, affiliates, and subsidiaries, as companies posing a national security threat to the integrity of communications networks and the communications supply chain pursuant to 47 CFR § 54.9.[[4]](#footnote-6) The final designations are effective immediately.[[5]](#footnote-7) Accordingly, effective immediately, no universal service support may be used to purchase, obtain, maintain, improve, modify, or otherwise support any equipment or services produced or provided by Huawei or ZTE.[[6]](#footnote-8)

To request materials in accessible formats (such as Braille, large print, electronic files, or audio format), send an e-mail to: [fcc504@fcc.gov](mailto:fcc504@fcc.gov), or call the Consumer and Governmental Affairs Bureau at (202) 418-0530 (voice) or (202) 418-0432 (TTY).

For further information, please contact Saswat Misra, Attorney Advisor, Cybersecurity and Communications Reliability Division, Public Safety and Homeland Security Bureau at (202) 418-0944 or [saswat.misra@fcc.gov](mailto:saswat.misra@fcc.gov), or Janice Gorin, Attorney Advisor, Competition Policy Division, Wireline Competition Bureau at (202) 418-0637 or [janice.gorin@fcc.gov](mailto:janice.gorin@fcc.gov).
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