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# introduction

1. In this Order, the Public Safety and Homeland Security Bureau (Bureau) takes action to protect America’s communications networks and the communications supply chain from the national security threat posed by ZTE Corporation (ZTE). In November 2019, the Commission adopted a rule to prohibit the use of universal service support to purchase or obtain any equipment or services produced or provided by a company posing a national security threat to the integrity of communications networks or the communications supply chain.[[1]](#footnote-3) The Commission also initially designated two companies, including ZTE, as covered companies for the purposes of this rule, and directed the Bureau to determine whether to issue final designations of those companies.[[2]](#footnote-4) Based on the totality of evidence before us, the Bureau hereby issues this final designation of ZTE, as well as its parents, affiliates, and subsidiaries, as a covered company for purposes of this rule.[[3]](#footnote-5) As a result of today’s action, funds from the Commission’s Universal Service Fund may no longer be used to purchase, obtain, maintain, improve, modify, or otherwise support any equipment or services produced or provided by ZTE.

# background

1. Congress created the Commission, among other reasons, “for the purpose of the national defense [and] for the purpose of promoting safety of life and property through the use of wire and radio communication . . . .”[[4]](#footnote-6) The Commission has therefore taken a number of targeted steps to protect the nation’s communications infrastructure from potential security threats. In particular, on November 22, 2019, the Commission adopted the *Protecting Against National Security Threats Order* (*Order*), which barred the use of universal service support to purchase, obtain, maintain, improve, modify, or otherwise support any equipment or services produced or provided by a company posing a national security threat to the integrity of communications networks or the communications supply chain.[[5]](#footnote-7) The Commission adopted this rule based on its conclusion that it is critical to the provision of “quality service”[[6]](#footnote-8) that Universal Service Fund (USF) funds be spent on secure networks and not be spent on equipment and services from companies that threaten national security.[[7]](#footnote-9)
2. In the *Order*, the Commission also adopted a process to identify and designate companies as national security threats for purposes of its rule.[[8]](#footnote-10) Consistent with this process, the Bureau is required to issue a public notice announcing its final designation and make a final designation effective no later than 120 days after release of the initial designation notice, with the ability to extend such deadline for good cause.[[9]](#footnote-11)
3. Following an extensive examination of the record, in the *Order*, the Commission initially designated ZTE and Huawei Technologies Company (Huawei) as covered companies for purposes of its rule.[[10]](#footnote-12) The Commission initially designated ZTE and Huawei because it found that they posed “a unique threat” to the security and integrity of the nation’s communications networks and communications supply chain because of their size, their close ties to the Chinese government, and the security flaws identified in their equipment.[[11]](#footnote-13) The Commission noted that ZTE’s ties to the Chinese government and military apparatus,[[12]](#footnote-14) along with Chinese laws obligating it to cooperate with requests by the Chinese government to use or access its system and the Chinese government’s general non-adherence to the law in any event, make it susceptible to Chinese governmental pressure to participate in espionage activities.[[13]](#footnote-15) The Commission also relied on reports highlighting known cybersecurity risks and vulnerabilities in ZTE equipment, which has led a number of countries to bar the use of such equipment.[[14]](#footnote-16) Furthermore, the Commission was informed by the steps taken by Congress and the Executive Branch to restrict the purchase and use of ZTE equipment, including the Department of Defense’s decision to remove ZTE devices from sale at U.S. military bases and from its stores worldwide.[[15]](#footnote-17) The Commission also relied on evidence of ZTE’s disregard for American law, including ZTE’s violation of the U.S. embargo on Iran by sending approximately $32 million of U.S. goods to Iran and obstructing justice in the Department of Justice’s investigation.[[16]](#footnote-18)
4. After the initial designation of ZTE, the Commission directed the Bureau to implement the next steps in the designation process.[[17]](#footnote-19) Following the publication of the *Order* in the Federal Register, interested parties were provided 30 days to file comments responding to the initial designation.[[18]](#footnote-20) ZTE filed comments opposing the initial designation and urging us not to finalize it.[[19]](#footnote-21) In particular, ZTE asserts that it has made progress in two areas: (1) compliance with U.S. export controls; and (2) cybersecurity in its products and services.[[20]](#footnote-22) In both areas, ZTE argues that it has “adopted export compliance practices with a focus on People, Process, Technology and Industry Outreach.”[[21]](#footnote-23) ZTE did not respond to the other findings made by the Commission.[[22]](#footnote-24)
5. Recently, on March 12, 2020, the President signed into law the Secure and Trusted Communications Networks Act of 2019 (the Secure Networks Act).[[23]](#footnote-25) The Secure Networks Act directs the Commission to publish a list of covered equipment or services that pose an unacceptable risk to U.S. national security. Most relevant here, the Secure Networks Act requires the Commission to include on the list telecommunications equipment or services covered in the John S. McCain National Defense Authorization Act for Fiscal Year 2019 (2019 NDAA), which includes telecommunications equipment produced by ZTE or its subsidiaries and affiliates,[[24]](#footnote-26) so long as the equipment or service is capable of routing or redirecting user data traffic or permitting visibility into user data or packets, causing network traffic to be disrupted remotely, or otherwise poses an “unacceptable risk” to U.S. national security or the security and safety of U.S. persons.[[25]](#footnote-27) The Secure Networks Act further prohibits use of federal subsidy funds, such as the Universal Service Fund, to purchase, rent, lease, or otherwise obtain, or to maintain, listed communications equipment or services, and further designates reimbursement funds for eligible service providers to remove and replace such listed equipment or services.[[26]](#footnote-28)
6. On March 13, 2020, the Bureau released a public notice seeking comment on the applicability of the Secure Networks Act to this designation proceeding.[[27]](#footnote-29) In response, ZTE argues that we should not finalize the initial designation and should instead implement the Secure Networks Act.[[28]](#footnote-30)
7. Finally, on June 9, 2020, the National Telecommunications and Information Administration (NTIA) submitted a filing in the docket stating that the Executive Branch “fully supports” the initial designations of ZTE and Huawei and providing the Executive Branch’s analysis of matters including the legal framework in China, the national security risks posed specifically by ZTE and Huawei, and the national security interests demonstrated by their violations of U.S. law.[[29]](#footnote-31) The Bureau provided an opportunity for ZTE and other interested parties to respond by seeking comment on this filing on June 9, 2020.[[30]](#footnote-32) Three parties filed comments in response to NTIA’s filing.[[31]](#footnote-33) ZTE did not file any comments.

# discussion

1. We issue this final designation of ZTE as a covered company for purposes of the Commission’s rule prohibiting the use of USF funds to purchase or obtain equipment or services from a company posing a national security threat to the integrity of communications networks or the communications supply chain. Pursuant to the *Protecting Against National Security Threats Order*, when designating an entity as a “covered company,” we are to base our determination “on the totality of the evidence surrounding the affected entity and should consider any evidence provided by the affected entity, or any other interested party,” in making a final determination.[[32]](#footnote-34) The *Order* further provides that, in formulating initial and final designations, we are to use all available evidence to determine whether an entity poses a national security threat. Examples of such evidence may include, but are not limited to: determinations by the Commission, Congress or the President that an entity poses a national security threat; determinations by other executive agencies that an entity poses a national security threat; and, any other available evidence, whether open source or classified, that an entity poses a national security threat.[[33]](#footnote-35) We conclude that, based on the reasoning supporting the Commission’s initial designation and an assessment of the totality of evidence before us, including ZTE’s filings in response to the initial designation, ZTE poses a national security threat to our nation’s communications networks and communications supply chain.[[34]](#footnote-36) Accordingly, USF recipients may not use USF funds to purchase, obtain, maintain, improve, modify, or otherwise support equipment or services from ZTE or its subsidiaries, affiliates, and parents in any way, including upgrades to existing ZTE equipment and services.[[35]](#footnote-37)

## ZTE Poses a National Security Threat to the Integrity of Our Communications Networks and the Communications Supply Chain

1. In the *Order*, the Commission identified ZTE as posing a threat to U.S national security interests based on its substantial ties to the Chinese government and military apparatus, as well as Chinese laws obligating it to cooperate with any Chinese government request to use or access its systems for intelligence surveillance.[[36]](#footnote-38) The *Order* also noted that Chinese law does not meaningfully restrain the Chinese government because of that government’s “authoritarian nature, lack of sufficient judicial checks, and its history of industrial espionage.”[[37]](#footnote-39) The Commission further cited evidence of ZTE’s history of non-compliance with U.S. export and trade laws and known security flaws in ZTE’s equipment, which has led the United States and some of its allies to significantly restrict the purchase and integration of ZTE equipment and services into their respective communications infrastructure.[[38]](#footnote-40)
2. After careful consideration of the record in this proceeding, we conclude that ZTE poses a national security threat to the integrity of communications networks and the communications supply chain. This conclusion rests on our findings regarding ZTE’s close ties to the Chinese government and obligations under Chinese law, ZTE’s disregard for U.S. national security laws, known cybersecurity risks and vulnerabilities in ZTE equipment, and ongoing Congressional and Executive Branch concern about such equipment. Moreover, in its comments opposing the initial designation, ZTE does not refute or address many of the Commission’s findings in the initial designation regarding the company’s current threat to the security of our nation’s communications networks and the communications supply chain. Therefore, these initial findings about the risk that ZTE poses to our communications networks and the communications supply chain remain valid and support the final designation we adopt today.

### ZTE’s Close Ties to the Chinese Government and Obligations Under Chinese Law

1. Our review of the record leads us to affirm the Commission’s initial findings that the Chinese government is highly centralized and exercises strong control over commercial entities in its sphere of influence, permitting the government, including state intelligence agencies, to demand that private communications sector entities cooperate with governmental requests, including revealing customer information and network traffic information.[[39]](#footnote-41) Demands for such information could come in the form of legal pressure, as in the case of the Chinese National Intelligence Law, or in the form of extra-legal political pressure taken through control of subsidy funding, employee unions, or threats and/or coercion. We agree with the Commission’s finding that “state actors, . . . notably China, . . . have supported extensive and damaging cyberespionage efforts in the United States,”[[40]](#footnote-42) and there exists a “substantial body of evidence” about the risks of certain equipment providers like ZTE.[[41]](#footnote-43) International experts have found that China has a “notorious reputation for persistent industrial espionage, and in particular for the close collaboration between government and Chinese industry.”[[42]](#footnote-44) Allies of the United States have discovered numerous instances where the Chinese government has engaged in malicious acts, including “actors likely associated with the . . . Ministry of State Security . . . responsible for the compromise of several Managed Service Providers.”[[43]](#footnote-45)
2. We also agree with the Commission’s finding that ZTE poses a particular security risk because Chinese intelligence agencies have opportunities to tamper with its products in both the design and manufacturing processes.[[44]](#footnote-46) As the U.S. Attorney General has argued in this proceeding, “a company’s ties to a foreign government and willingness to take direction from it bear on its reliability” for building or servicing telecommunications networks with the support of federal funds.[[45]](#footnote-47)
3. *ZTE has particularly close ties to the Chinese Government*. ZTE’s ties to the Chinese government, along with its obligations under Chinese law, pose a threat to the security and integrity of our communications networks. The Commission’s initial designation highlighted concerns about ZTE’s ties to the Chinese government, military, and Communist Party, which ZTE does not deny or address in its comments.[[46]](#footnote-48) As explained in the *Order*, the Chinese government is highly centralized and exercises strong control over commercial entities, permitting the government—including state intelligence agencies—to demand that private communications sector entities cooperate with any governmental requests, which could involve revealing customer information, including network traffic information.[[47]](#footnote-49) ZTE originated from the Ministry of Aerospace, a Chinese government agency,[[48]](#footnote-50) and is owned in part by the Chinese government.[[49]](#footnote-51) Additionally, despite changes to ZTE’s board of directors, implemented as a result of its export control settlement with the U.S. Department of Commerce, scholars view the changes to the board with skepticism, “since any director will have close ties to the Chinese government.”[[50]](#footnote-52) Indeed, as the Executive Branch points out, “maintaining a good relationship with the [Chinese Communist Party] is a prerequisite for business success,” in China.[[51]](#footnote-53) Even more, ZTE serves a hybrid of “commercial and military needs,” with much of its ownership consisting of state-owned enterprises and the presence, as required by Chinese law, of an internal Communist Party Committee.[[52]](#footnote-54) We find that ZTE’s close ties to the Chinese government create a significant risk that ZTE would comply, voluntarily or through coercion, with Chinese government espionage activity.
4. ZTE did not challenge the Commission’s determinations with respect to its ties to the Chinese government, nor did it challenge the Commission’s interpretation of the Chinese National Intelligence Law. We reiterate the Commission’s findings that ZTE is subject to the Chinese National Intelligence Law and subject to the Chinese legal regime generally, which, when combined with ZTE’s history of violating U.S. national security laws and close ties to the Chinese government, presents a great risk to the security of our nation’s communications networks and communications supply chain.[[53]](#footnote-55)
5. *ZTE’s obligations under Chinese national intelligence laws obligate it to assist with Chinese military and intelligence agency requests.* In an effort to bolster its own national security interests, the Chinese government has taken a highly centralized and commanding approach to exercise strong control over commercial and economic enterprises through enactment of the Chinese National Intelligence Law, effective in June 2017 and revised in April 2018.[[54]](#footnote-56) ZTE, as a Chinese-owned company, is subject to the Chinese National Intelligence Law which compels it to assist the Chinese government in espionage activities. The Chinese National Intelligence Law “entrenched the already unwritten understanding that Chinese companies and their employees are required to comply with government orders in the area of national intelligence work.”[[55]](#footnote-57) Because of China’s “notorious reputation for persistent industrial espionage,” particularly involving close collaboration between the Chinese government and Chinese industry,[[56]](#footnote-58) we find that, even if the Chinese National Intelligence Law could be interpreted in more benign ways, the legal risks that the law poses support a finding that ZTE equipment and services pose a national security threat. As a former U.S. national security advisor has concluded, the Chinese National Intelligence Law as amended effectively “declared that all Chinese companies must collaborate in gathering intelligence.”[[57]](#footnote-59)
6. A close reading of the provisions of the Chinese National Intelligence Law demonstrates that it is broad enough to allow the Chinese government to compel Chinese companies such as ZTE to assist it in its espionage activities. Article 7 of the Chinese National Intelligence Law on its face obligates “all organizations and citizens” to “support, assist, and cooperate with national intelligence efforts in accordance with law” and to “protect national intelligence work secrets” without any apparent limitation on the type of assistance the Chinese government may demand.[[58]](#footnote-60) In a similar vein, Article 14 of the Chinese National Intelligence Law allows Chinese intelligence institutions to request that Chinese citizens and organizations provide necessary support, assistance, and cooperation, while Article 17 permits those intelligence institutions to commandeer an organization’s facilities, including communications equipment.[[59]](#footnote-61) The applicability of the law to “all organizations and citizens,” coupled with a lack of geographic limitation in scope, suggests, by a literal interpretation, an “unusually broad scope of application.”[[60]](#footnote-62) Furthermore, the absence of a definition of “organization” in the Chinese National Intelligence Law indicates a broad interpretation of the term, conceivably extending the law to encompass an individual business incorporated in China or a group of entities, enveloping a parent company headquartered in China as well as the parent’s foreign subsidiaries.[[61]](#footnote-63) In fact, Article 11 of the Chinese National Intelligence Law specifies that Chinese state intelligence entities may launch intelligence initiatives both within and beyond Chinese borders.[[62]](#footnote-64) As the Executive Branch has explained in the record, “[t]aken together, these laws empower the [Chinese] government to make extensive, affirmative demands on Chinese companies and their officers and employees to advance the [Chinese Communist Party’s] intelligence gathering interests.”[[63]](#footnote-65) The Executive Branch has also determined that Chinese law imposes “affirmative legal responsibilities on [People’s Republic of China] and foreign citizens, companies, and organizations operating in China to provide access, cooperation, and support for the government’s intelligence gathering activities,” and “provides no ability, check, or balance for companies or individuals to refuse these requests.”[[64]](#footnote-66) We credit the analysis by the expert agencies of the Executive Branch of the U.S. government, particularly their explanation of how companies such as ZTE are beholden to the legal and extralegal controls of the Chinese government and Chinese Communist Party.[[65]](#footnote-67) We therefore conclude that the Chinese National Intelligence Law , through its broad application, could reasonably permit the Chinese government and its intelligence agencies to compel ZTE USA, Inc., as a foreign subsidiary of a corporation headquartered in China, to carry out its directives in cyberespionage or other actions contrary to U.S. national security interests.
7. ZTE did not dispute the Commission’s interpretation of Chinese national security laws. We credit the Commission’s and Executive Branch’s analysis of the Chinese National Intelligence Law and the Chinese legal regime generally, particularly the Executive Branch’s determination that ZTE is beholden to the legal and extralegal controls of the Chinese government and Chinese Communist Party,[[66]](#footnote-68) and thus we cannot conclude that there are sufficient constraints on either the political or legal ability of the Chinese government and the Communist Party to influence or coerce ZTE. When combined with ZTE’s demonstrated willingness to not only ignore, but attempt to circumvent United States laws, we conclude that ZTE poses a national security risk to our communications networks and supply chain.

### ZTE’s Disregard for United States National Security Laws

1. We find that ZTE’s history of breaking U.S. law and obstructing U.S. investigations continues to support a finding that ZTE poses a threat to the integrity of our nation’s communications infrastructure and communications supply chain. In the *Order*, the Commission cited ZTE’s history of non-compliance with U.S. laws as evidence of the danger posed by the presence of ZTE equipment in our national communications networks and communications supply chain.[[67]](#footnote-69) As explained by the Department of Justice in support of the Commission’s initial designation, ZTE pleaded guilty in 2018 to violating U.S. sanctions by sending approximately $32 million of U.S. goods to Iran and obstructing the Department of Justice’s investigation into the matter.[[68]](#footnote-70) The Executive Branch has further explained that “both ZTE and Huawei poses a risk to U.S. national security based on their activities in violation of U.S. law. ZTE has pleaded guilty to engaging in a multi-year conspiracy to supply, build, and operate telecommunications networks using U.S.-origin equipment in violation of the U.S. trade embargo on Iran, and committing hundreds of U.S. sanctions violations involving the shipment of telecommunications equipment. Moreover, ZTE also made false statements and obstructed justice by creating an elaborate scheme to prevent disclosures to and mislead the U.S. Government.”[[69]](#footnote-71) The Executive Branch also points out that, “[e]ven after the guilty plea, ZTE continued to make false statements to U.S. authorities and pursuant to a June 2019 settlement agreement with the Bureau of Industry and Security (BIS) agreed to pay $1 billion in penalties.”[[70]](#footnote-72)
2. ZTE’s violation of U.S. trade agreements and export laws, coupled with its obstruction of the Department of Justice’s investigation, indicate a clear disregard for U.S. law and national security. We therefore find unavailing ZTE’s argument that its settlement with the Department of Justice is in itself evidence of progress it has made in compliance with U.S. export laws.[[71]](#footnote-73) As the Department of Justice told the Commission, “[s]urely a willingness to break U.S. law combined with a determination to avoid the consequences by obstructing justice argues against the reliability of a provider.”[[72]](#footnote-74) Such caution is especially warranted when the laws in question pertain to U.S. national security and when the entity in question has shown a willingness to obstruct the investigations into such national security threats.[[73]](#footnote-75)
3. We also find ZTE’s claims of improved compliance vis-à-vis its “updated global export control compliance program” do not deserve significant weight in our consideration of the totality of the evidence.[[74]](#footnote-76) ZTE points to its engagement with a variety of internal and third-party compliance standards, best practices, and committees to demonstrate its commitment to export compliance.[[75]](#footnote-77) While such updated export compliance procedures may be a sign of progress, it is not sufficient in itself to counteract ZTE’s knowing violations of U.S. national security laws and its proven lack of cooperation in dealing with U.S. criminal investigators. Such history demonstrates a willingness to flout U.S. laws that mere participation in an international organization is insufficient to rebut.

### Known Cybersecurity Risks and Vulnerabilities in ZTE Equipment

1. We also find that security risks and vulnerabilities in ZTE’s equipment pose a threat to the integrity of communications networks and the communications supply chain. As explained in the Commission’s initial designation, various reports identify a wide range of vulnerabilities and cybersecurity risks found in ZTE equipment, which have led to an increase in restrictions placed upon its availability in the U.S. market.[[76]](#footnote-78) These concerns relate not only to the security vulnerabilities existent in ZTE technology, but to the insufficiency of technical mitigation techniques in providing “a level of trust for the U.S to protect its networks against the Chinese security services.”[[77]](#footnote-79) In response to these concerns, among other things, Congress has passed, and the President has signed into law, three separate bills restricting the government’s purchase, use, and funding of ZTE equipment.[[78]](#footnote-80) In February 2018, the leaders of all six top U.S. intelligence agencies warned against purchasing products or services from ZTE or Huawei, with FBI Director Christopher Wray saying, “we are deeply concerned about the risks of allowing any company or entity that is beholden to foreign governments that don’t share our values to gain positions of power inside our telecommunications networks that provides the capacity to exert pressure or control over our telecommunications infrastructure.”[[79]](#footnote-81) And in April 2018, the Department of Defense announced that ZTE devices would no longer be offered for sale at U.S. military bases and ordered them removed from its stores worldwide.[[80]](#footnote-82)
2. U.S. allies have also responded to risks associated with ZTE by barring ZTE’s equipment from their communications infrastructure and supply chain. To date, the United Kingdom, Japan, and Australia have banned or severely restricted the use of ZTE equipment.[[81]](#footnote-83) The Czech Republic’s National Cyber and Information Security Agency issued warnings based on its findings and the findings of its allies that “system administrators in critical information infrastructure, whether in the state or private sector, should take adequate measures” against the threat posed by Chinese communications equipment suppliers such as ZTE.[[82]](#footnote-84) An Italian parliamentary security committee urged caution and recommended that the Italian government consider preventing Chinese telecommunications firms such as ZTE from building domestic 5G networks and implement additional measures to protect existing networks from companies with links to foreign governments, including ZTE.[[83]](#footnote-85) These and similar assessments by other countries provide additional evidence that it is more than reasonable to take seriously the risks that ZTE poses to the integrity of the communications supply chain and communications infrastructure.[[84]](#footnote-86)
3. Despite ZTE’s statements about adopting industry standards and best practices in order to “provid[e] secure and trustworthy products and services for [its] customers,”[[85]](#footnote-87) ZTE does not dispute the reports of security risks and vulnerabilities identified in its products. Of course, a manufacturer may be able to show that it can remedy security vulnerabilities in its equipment. In this case, however, we consider security vulnerabilities alongside the totality of the evidence—including ZTE’s close ties to the Chinese government and its legal obligations under Chinese law, U.S. and allied intelligence agencies’ repeated warnings about ZTE equipment, and ZTE’s history of disregard for U.S. national security laws. We therefore find that such cybersecurity risks present a national security threat to the integrity of communications networks and the communications supply chain.

### Ongoing Congressional and Executive Branch Concern About ZTE Equipment

1. Finally, we find that continuing Congressional and Executive Branch concern about ZTE’s risk to U.S. national security further supports our findings today. As discussed in the *Order*, both Congress and the Executive Branch have repeatedly stressed the dangers posed by ZTE equipment and services and have taken numerous actions to mitigate this threat.[[86]](#footnote-88) We acknowledge and are informed by legislative and Presidential action, such as when Congress in 2017 passed, and the President signed into law, the National Defense Authorization Act for Fiscal Year 2018 (2018 NDAA), which, among other provisions, bars the Department of Defense from using “[t]elecommunications equipment [or] services produced . . . [or] provided by Huawei Technologies Company or ZTE Corporation” for certain critical programs, including ballistic missile defense and nuclear command, control, and communications.”[[87]](#footnote-89) Similarly, in 2018, Congress passed, and the President signed into law, the John S. McCain National Defense Authorization Act for Fiscal Year 2019 (2019 NDAA),[[88]](#footnote-90) which prohibits executive agencies from obligating or expending loan or grant funds to procure or obtain, extend or renew a contract to procure or obtain, or enter into a contract (or extend or renew a contract) to procure or obtain equipment, services, or systems that use “covered telecommunications equipment or services” as a substantial or essential component of any system, or as critical technology as part of any system.[[89]](#footnote-91) Section 889(f)(3) of the 2019 NDAA subsequently and generally defines “covered telecommunications equipment or services,” as relevant here, as telecommunications equipment produced ZTE or any subsidiary or affiliate of such entities.[[90]](#footnote-92)
2. Moreover, since the time the Commission issued its initial designation of ZTE, Congress has passed, and the President signed into law, the Secure Networks Act, which provides further evidence of Congress and the President’s continuing concerns about the dangers that ZTE’s equipment and services continue to pose to the security and integrity of U.S. communications networks.[[91]](#footnote-93) Our action today designating ZTE as a national security threat to our communications networks and supply chain and the subsequent ban on the use of USF funds to purchase, lease, or otherwise obtain or maintain ZTE equipment, while taken pursuant to the Commission’s independent authority under the Communications Act, is consistent with the Commission’s new obligations under the Secure Networks Act. Indeed, section 3 of the Secure Networks Act directs the Commission to “implement” a prohibition on using USF funds for covered equipment or services from, among others, ZTE.[[92]](#footnote-94)
3. We are also unpersuaded by arguments that the Secure Networks Act requires us to limit the scope of this designation.[[93]](#footnote-95) First, our action today is taken pursuant to the Commission’s independent authority under the Communications Act. It is, however, consistent with the Commission’s new obligations under the Secure Networks Act. As stated above, section 3 of the Secure Networks Act directs the Commission to “implement” a prohibition on using USF funds for covered equipment or services from, among others, ZTE.[[94]](#footnote-96) Sections 2(b)(1) and 2(c)(3) of the Secure Networks Act provide that telecommunications equipment and services produced or provided by ZTE, because they are listed in the 2019 NDAA, “pose[] an unacceptable risk to the national security of the United States or the security and safety of United States persons.”[[95]](#footnote-97) And section 2(b)(2)(C) of the Secure Networks Act grants the Commission authority to place such equipment and services on a new list of covered communications equipment and services, for which federal subsidies are prohibited, if such equipment and services pose “an unacceptable risk” to the national security of the United States or security and safety of U.S. persons.[[96]](#footnote-98) We therefore reject arguments that we must limit the scope of the designation to equipment that is capable of routing or redirecting user data traffic or permitting visibility into user data or packets, or capable of remotely disrupting networks.[[97]](#footnote-99) Indeed, the Secure Networks Act explicitly preserves any action the Commission has already taken that is consistent with the Secure Networks Act.[[98]](#footnote-100)
4. As the Commission explained in adopting the rule prohibiting use of USF funds for equipment or services from companies posing a national security risk, USF funds should not be used to deploy infrastructure or provide services that undermine our national security.[[99]](#footnote-101) Indeed, the Commission has announced its judgment that “the dynamic and wide-ranging nature of the potential threats to our networks, and our specific responsibility to protect against threats posed by USF-funded equipment and services,” requires a complete prohibition on the expenditure of USF funds on any and all equipment and services from a covered company.[[100]](#footnote-102) Noting that malware and vulnerabilities can be built directly into equipment,[[101]](#footnote-103) the Commission reasoned that such a blanket prohibition is “the only reliable protection against incursions,” and that anything short of a complete ban could “allow for bad actors to circumvent our prohibitions through clever engineering.”[[102]](#footnote-104) The Commission also found that prohibiting all equipment and services produced by a covered company would provide regulatory certainty to USF recipients, ease the implementation of the rule for USF recipients, and make the Commission’s application of the rule more administrable.[[103]](#footnote-105) We understand this conclusion by the Commission to mean that all USF-funded equipment and services provided by a company that has been finally designated pursuant to section 54.9 pose an unacceptable risk to national security. We find that ongoing Congressional and Executive Branch concern about ZTE equipment and services, including that reflected by the enactment of the Secure Networks Act, supports a final designation of ZTE as a covered company for purposes of the Commission’s rule.

## Effective Date

1. The final designation of ZTE Corporation is effective immediately upon release of this Order. We conclude that the risks to our national communications networks and communications supply chain posed by ZTE’s equipment necessitate immediate implementation of our designation.[[104]](#footnote-106) This conclusion is consistent with the Commission’s finding of good cause to expedite implementation of the rules adopted in the *Protecting Against National Security Threats Order* and make them effective upon publication in the Federal Register.
2. We decline to grant requests by ZTE and the Rural Wireless Association (RWA) to further delay adoption of our final designation.[[105]](#footnote-107) ZTE requests that the Commission “take additional time in order to consider additional information” relevant to our final designation.[[106]](#footnote-108) ZTE and other interested parties were granted sufficient time to provide such additional information to the record,[[107]](#footnote-109) and the Bureau has had sufficient time to assess and consider that information.[[108]](#footnote-110) Furthermore, the national security implications associated with our final designation of ZTE weigh in favor of an immediate designation.[[109]](#footnote-111) Lastly, we see no reason to delay any final determination of ZTE until such time as a reimbursement mechanism is established.[[110]](#footnote-112) Nothing in the Commission’s rule or the Secure Networks Act requires the Commission to continue funding equipment and services posing a national security threat to communications networks or the communications supply chain until a reimbursement mechanism is established. On the contrary, the Secure Networks Act directs the Commission to prohibit the use of USF funds for covered equipment and services within 180 days after its enactment, while providing the Commission one year to complete the rulemaking to establish the reimbursement program.[[111]](#footnote-113) Additionally, this designation does not require any USF recipient to remove and replace existing equipment. Rather, the effect of this designation is to prohibit the future use of USF support to purchase, obtain, maintain, improve, modify, or otherwise support any such equipment or services. While we recognize that prohibiting the use of USF funds for ZTE equipment or services may burden USF recipients who use such equipment or services, as the Commission explained in the *Order*, that burden pales in comparison to the cost of delaying implementation of this designation and allowing USF support to be used to fund equipment and services that threaten our national security.[[112]](#footnote-114) We therefore see no reason to delay today’s designation of ZTE.

# ordering clause

1. Accordingly, IT IS ORDERED, pursuant to sections 1-4, 201(b), 229 and 254 of the Communications Act of 1934, as amended, 47 U.S.C. §§ 151-154, 201(b), 229, 254, and section 54.9(b) of the Commission’s rules, 47 CFR § 54.9(b), that this OrderIS ADOPTED and EFFECTIVE UPON RELEASE. This action is taken under delegated authority pursuant to Sections 0.191 and 0.392 of the Commission’s rules, 47 CFR §§ 0.191 and 0.392.

FEDERAL COMMUNICATIONS COMMISSION

Lisa M. Fowlkes

Chief
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