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As the Federal Communications Commission (Commission) marks the tenth anniversary of Wireless Emergency Alerts (WEA),[[1]](#footnote-3) it seeks to build upon WEA’s record of success.[[2]](#footnote-4) To this end, the Public Safety and Homeland Security Bureau (PSHSB) seeks to gain a better understanding of end-to-end WEA performance.[[3]](#footnote-5)

In 2021, PSHSB, in conjunction with its testing partners and the Federal Emergency Management Agency (FEMA), conducted a nationwide WEA test.[[4]](#footnote-6) While WEA generally performed well in that test, PSHSB recognized a need for localized WEA testing to confirm WEA’s performance at the local level and to generate data on WEA’s geotargeting performance.[[5]](#footnote-7)

Accordingly, PSHSB seeks to partner with alert originators to conduct localized, end-to-end WEA performance tests to be conducted in the third quarter of 2022.[[6]](#footnote-8) These tests will be designed to measure WEA’s capabilities with enhanced WEA geo-targeting enabled. PSHSB will work with the selected alert originator(s) to define the parameters of the test and the roles and responsibilities of test developers and participants. PSHSB seeks testing partners that represent the diverse environments where WEAs are sent (*i.e.*, dense urban, urban, suburban and rural areas).[[7]](#footnote-9) PSHSB will select alert originators based on criteria that include:

1. The alert originator’s ability to organize test participants that are customers of the several Participating Commercial Mobile Service (CMS) Provider that serve their jurisdiction;
2. The alert originator’s ability to organize test participants from geographically diverse locations;
3. The alert originator’s ability to conduct a public outreach campaign that ensures public awareness about a WEA test;
4. The alert originator’s expertise in collecting data.[[8]](#footnote-10)

PSHSB intends to select as a testing partner each alert originator that files an expression of interest demonstrating their ability to meet these criteria, provided the need to conduct an exercise with a manageable number of participants.

*Filing Requirements*. Interested parties should submit expressions of interest within 30 days of publication of this Public Notice. Submissions may be made in any format, and may contain any additional information that may be relevant to our consideration of potential partner(s). Expressions of interest may be filed using the Commission’s Electronic Comment Filing System (ECFS).[[9]](#footnote-11) All expressions of interest must reference PS Docket No. 22-160.[[10]](#footnote-12)

* Electronic Filers: Expressions of interest may be filed electronically using the Internet by accessing the ECFS: <https://www.fcc.gov/ecfs/>.
* Paper Filers: Parties who choose to file by paper must file an original and one copy of each filing.
* Filings can be sent by commercial overnight courier, or by first-class or overnight U.S. Postal Service mail. All filings must be addressed to the Commission’s Secretary, Office of the Secretary, Federal Communications Commission.
* Commercial overnight mail (other than U.S. Postal Service Express Mail and Priority Mail) must be sent to 9050 Junction Drive, Annapolis Junction, MD 20701. U.S. Postal Service first-class, Express, and Priority mail must be addressed to 45 L Street, NE Washington DC 20554.[[11]](#footnote-13)
* Effective March 19, 2020, and until further notice, the Commission no longer accepts any hand or messenger delivered filings. This is a temporary measure taken to help protect the health and safety of individuals, and to mitigate the transmission of COVID-19. *See FCC Announces Closure of FCC Headquarters Open Window and Change in Hand-Delivery Policy,* Public Notice, DA 20-304 (March 19, 2020), https://www.fcc.gov/document/fcc-closes-headquarters-open-window-and-changes-hand-delivery-policy. After COVID-19 restrictions are lifted, the Commission has established that hand-carried documents are to be filed at the Commission’s office located at 9050 Junction Drive, Annapolis Junction, MD 20701. This will be the only location where hand-carried paper filings for the Commission will be accepted.[[12]](#footnote-14)

To request materials in accessible formats for people with disabilities (braille, large print, electronic files, audio format), send an e-mail to fcc504@fcc.gov or call the Consumer & Governmental Affairs Bureau at 202-418-0530 (voice).

*Confidentiality.* PSHSB recognizes that some submissions could contain information that the filer believes should not be made available to the general public because of commercial or national security reasons. Parties may request that such information be kept confidential, identifying the specific information sought to be kept confidential, providing the reasons for the request, and otherwise following the procedures set forth in section 0.459 of our rules.[[13]](#footnote-15) If a party requests confidential treatment of a submission, it must file an original and one copy of the confidential version of the filing on paper, following the procedures above, and a public version of the filing that omits *only* the confidential information and is otherwise identical to the confidential version, using either the electronic filing or the filing-by-paper procedures above.

*Exemption*. This Public Notice also provides a limited exemption from our *ex parte* rules pursuant to section 1.1200(a).[[14]](#footnote-16) The exemption is limited to communications between PSHSB staff and alert originators that may partner with PSHSB to conduct these tests. The purpose of the exemption is to facilitate the identification of test partners and the development of test parameters.

*Additional Information*. For further information regarding this Public Notice, please contact James Wiley, Cybersecurity and Communications Reliability Division, Public Safety and Homeland Security Bureau, (202) 418-1678, or by email to james.wiley@fcc.gov, or David Kirschner, Cybersecurity and Communications Reliability Division, Public Safety and Homeland Security Bureau, (202) 418-0695, or by email to david.kirschner@fcc.gov.
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