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The FCC has no higher purpose than promoting the safety of life and property through the use of
communications. It’s a goal Congress established for us in the very first section of the Communications
Act.' And it’s one I’ve taken seriously during my time on the Commission. It inspired my inquiry earlier
this year to ensure that whenever someone calls 911, he or she reaches emergency personnel.> And
thanks to the tireless efforts of Hank Hunt, Mark Fletcher, and many in our nation’s lodging industry,
we’re starting to see real progress in connecting those in need with those who can help.

One of the things I’ve learned from this inquiry is that there can be tragic consequences when 911
technologies do not match up with consumer expectations. Unfortunately, that’s the case with this Order.
It encourages the public to dive into text-to-911 functionality when in reality there’s hardly any water in
the pool. Because I believe the Order is sure to result in massive consumer confusion, and therefore will
endanger rather than advance public safety, I respectfully dissent.

The feel-good headlines following this decision will no doubt lead consumers to believe that they
can now text 911. Just look at what has already happened. Jimmy Kimmel recently informed millions of
viewers that, thanks to the FCC, text to 911 “should be accessible everywhere by the end of the year.”?
And Jimmy Fallon recently told Tonight Show audiences that “the FCC rolled out a new service that lets
people text 911 for help.”*

There are countless reasons why all of this media coverage—and the coverage to follow today’s
action—is and will be horribly misleading at best. Let me start with a fact that is mentioned nowhere in
this Order: Less than two percent of our nation’s 911 call centers (known as Public Safety Answering
Points or PSAPs) accept text messages. So in your moment of need, if you try texting 911 in over 98
percent of the country, you won’t reach emergency personnel no matter what application you use.

Nothing in today’s Order will change that fact anytime soon. The Order claims that PSAPs are
not accepting texts because the FCC has not required carriers to deploy it, but this assertion does not stand
up to scrutiny. Currently, the four largest wireless carriers make text-to-911 service available to over 90
percent of our nation’s wireless consumers. So the bottleneck clearly isn’t the private sector.

Even in the few arecas where PSAPs are accepting texts, there’s no guarantee. If your phone is
roaming, text-to-911 won’t work. If your device happens to be in Wi-Fi-only mode, our rules won’t
apply. If you have a data plan that allows you to text, but no SMS subscription, your text to 911 won’t go
through. If you haven’t agreed to let a texting app access your phone’s location information, your text
will fail. And today’s mandate doesn’t even cover some of the most popular texting apps like WhatsApp.
So if you try to text 911 using those apps, you won’t reach first responders anywhere in the country,
regardless of your phone’s settings.
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Put simply, we’re adopting a patchwork approach that exposes consumers to numerous pitfalls.
When a domestic violence victim is desperate, when the deaf or hard-of-hearing need help, we can’t
expect them to navigate the intricacies of these rules—to somehow intuit the precise operating mode of
their phone or know whether their app is “interconnected” as defined by the FCC. Indeed, the
Commission itself has recognized that confusion about text-to-911 will harm consumers. That’s why we
adopted bounce-back rules just last year: to mitigate consumer confusion.’

To be sure, we need to ensure that our 911 rules keep pace with changes in technology and
consumer usage. But we must do so guided by a fundamental principle that dates back to the days of
Hippocrates—first, do no harm. This Order doesn’t meet this standard. How many Americans will waste
precious seconds during an emergency attempting in vain to text 911 because of it—seconds that could
make all the difference? 1 fear that the answer will be too many.

Another casualty of this Order, and an ironic one, is that it will delay, if not disrupt, the pro-
consumer transition of public safety technology from SMS to NG911. NG911 is not based on SMS, but
rather on the Internet Protocol, or IP. By allowing IP-based text messaging, NG911 will genuinely
benefit consumers. NG911 systems are built with redundancy in mind, and the use of IP allows
widespread interoperability. NG911 will have built-in capabilities that will allow all consumers,
including those with speech or hearing disabilities, to have reliable, real-time text communication with
emergency responders.

In short, NG911 is truly a life-saving advancement. That’s why Congress,® public safety
organizations,” and industry® have all urged the Commission to focus its efforts on accelerating the
deployment of NG911—the public safety component of the overall IP Transition.

By contrast, SMS has inherent limitations that, for 911 purposes, render it inappropriate for use as
anything other than an interim, stop-gap measure. SMS messages can be delayed, lost, or delivered out of
sequence. [’ve experienced that when I send SMS messages, and I’m sure many of you have as well.

These limitations might not matter for everyday communication. But they can have serious
consequences in an emergency. Indeed, the FCC’s own Communications Security, Reliability, and
Interoperability Council (CSRIC) highlighted SMS’s limitations in detail at the beginning of our
rulemaking process. It stated back then that “there remains disagreement about whether this method of
access should even be considered for 9-1-1 because of its unreliability and other factors.” Commenters
have told us the same is true now.'’
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Small wonder, then, that when we launched this proceeding in 2011, we did so with the clear
purpose of accelerating the deployment of NG911."" For we knew even then that SMS-based text-to-911
was an unsatisfactory legacy technology that would not be part of the NG911 world.

But where have we ended up? We’ve lost sight of the forest for the trees. The Order says little
about the NG911 transition and does even less to advance it. Instead, it attempts to construct a detailed
text-to-911 regime based entirely on the legacy SMS network. And the proposed rulemaking portion of
the Order compounds this error by seeking comment on how we can graft additional and even more
detailed requirements onto the SMS network.

More importantly, the record shows that diving down this rabbit hole will only impede the
NGO11 transition. As one commenter put it, “this approach takes industry off the path to NG911.”'?
Another stated that “[r]equiring carriers to divert resources in this manner will only serve to delay the
deployment of next generation emergency services, including robust text-to-911 service.””> The National
Emergency Number Association (NENA) echoed these concerns, observing that “solutions premised on
legacy network elements and concepts . . . will not form part of the long-term NG9-1-1 ecosystem.”* In
short, this Order will serve to frustrate, not further, the deployment of NG911—a 21st century public
safety technology that actually wil/ enable reliable text and multimedia messaging.

Consumer confusion and delay of NG911 aren’t the only flaws in the Order. The cost-benefit
analysis is another. It overstates the benefits by assuming that text-to-911 is available nationwide, even
though we know the reality is quite the opposite. On the other side of the ledger, the analysis does not
account for the tragic costs that will result from consumer confusion. Nor does it contain any discussion
of the costs interconnected app providers will incur as a result of the Order’s approach, which requires
them to use—and pay for access to—other company’s software and networks."

Additionally, this Order leaves far too many technical questions—some of them quite
fundamental—unanswered. Who is responsible for transmitting bounce-back messages to consumers
now that over-the-top (OTT) apps will be invoking the device’s native SMS software—the OTT provider
or the wireless carrier? Will any reply messages from a PSAP be delivered to the OTT app or will it go
instead to the device’s native text messaging app? Will consumers sending a 911 text from their OTT app
really need to press send twice—once when they use their OTT app and then a second time when that app
invokes the native SMS—as the item suggests? Will the FCC allow a migration from SMS to IP-based
messaging if the only feasible method for delivering OTT texts relies on the SMS network? This decision
offers no guidance at all on these and many other technical issues.

Moreover, the Order’s legal foundation is flawed. To highlight just one issue, it nowhere
explains the statutory basis for the mandate that third-party apps be given access to a phone’s SMS-APL
The SMS-API is the set of instructions that tells the phone how software components should interact with
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each other. It’s installed by phone manufacturers, not wireless carriers. How do we have the authority to
mandate that an app developer obtain access to a manufacturer’s software?'®

Finally, the Order penalizes the four nationwide wireless operators who volunteered to develop a
text-to-911 solution without a mandate. This decision rewards those voluntary efforts—efforts that we
should be encouraging—with strict regulatory mandates and the cold comfort that those new rules are
“generally consistent” with their existing, voluntary deployments. In this, as in other areas, the message
to the companies under our purview is clear: It doesn’t matter how well you behave or what
commitments you voluntarily undertake. There will be no escape from the FCC’s regulatory playground.
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When it comes to public safety, we all share the goal of making 911 more effective, responsive,
and accessible to every American. And I do not for a minute question the sincerity of those supporting
this Order. But adopting new rules that will confuse consumers during emergencies, that will delay the
NGO911 transition, and that will leave many key questions unanswered, undermines that goal. For all
these reasons, I respectfully dissent.

I would like to conclude with a point that I hope will unite supporters and opponents of this item.
It’s a message I’ve heard from public safety officials all across the country—from Fairfax County,
Virginia, to Sioux Falls, South Dakota, to Anchorage, Alaska. And it’s one the American people need to
hear: If you need to reach emergency personnel, call 911 if you can. Calling 911 is the most reliable
means to reach someone who can help. Calling 911 is the best way to supply first responders with
accurate information about your location. Calling 911 is the method most likely to give first responders
the situational awareness that can help to save your life.
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