PETER T. KING ‘ \ CoOMMITTEE ON HOMELAND SECURITY
Member of Congress M

. CHAIRMAN, ( INTERTERRORISM AND INT ENC
Second District, New York UAIRMAN, COUNTERTERRORISM AND INTRLLIGENCE

EMERGENCY PREPAREDNESS, RESPONSE AND
339 CAnnON House OfFice BUILDING COMMUNICATIONS
WasHInGTON, DC 20515-3202

(202) 225-7896

1003 PARK BOULEVARD PERMANENT SELECT COMMITTEE

Massareaua Park, NY 11762 (ljlnlqu‘ﬁ‘fl Uf ﬂp‘ 1111itl‘h (%tiltl‘ﬁ ON INTELLIGENCE

(516) 541-4225

i 'S ] -
o il R House of Wepresentatites
(631) 5414225 FinanciAL SERVICES COMMITTEE
11-]nsl]inghm, 0 205153202 SUBCOMMITTEE ON CAPITAL MARKETS
pete.king@mail.house.gov 3 )
www.peteking house.gov 5 2 //}) SUBCOMMITTEE ON OVERSIGHT & INVESTIGATIONS
Twitter: @RepPeteKing
July 30, 2014

The Honorable Tom Wheeler

Federal Communications Commission Received & Inspected

445 12th St., S.W.

Washington, D.C. 20554 AUD U4 [U14

S ~-CC: Ma
Dear Chairman Wheeler: FCC Mail R om

[ am writing to request that as the Federal Communications Commission (FCC) evaluate the
North American Number Council's recommendation of a vendor for the Local Number

Portability Administration (LNPA) service that an intensive review of the security implications
be included.

As you well know, the LNPA database is an important tool for our Nation‘s law enforcement
agencies. As this selection could have a serious impact on the security of the
telecommunications infrastructure, the FCC must take every measure to ensure that the cyber
security implications of this decision are carefully studied by experts.

As part of the security review, I request the FCC seek input from the Federal Bureau of
Investigation (FBI), the Department of Homeland Security (DHS), and any other law
enforcement or security agency deemed appropriate and consider any security vulnerabilities
associated with a non-U.S. vendor.

Thank you for your consideration of this important security issue.

Sincgrely, ¢
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PETER T. KING
Member of Congress
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