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| ***FCC - News from the Federal Communications Commission***  **Media Contact:**  Anne Veigle, (202) 418-0506  anne.veigle@fcc.gov  **For Immediate Release**  **FCC SEEKS COMMENT ON PROPOSALS TO MODIFY SUPPLY CHAIN RULES CONSISTENT WITH RECENT CONGRESSIONAL GUIDANCE**  ***Proposals Would Update FCC’s Supply Chain Reimbursement Program***  ***--***  WASHINGTON, February 17, 2021—The Federal Communications Commission today voted to seek comment on several proposals to modify its Secure and Trusted Network Reimbursement Program rules to help protect the safety and security of U.S. communications networks. The proposals seek to modify these rules to align with the Consolidated Appropriations Act of 2021, which appropriated $1.895 billion to remove, replace, and dispose of communications equipment and services that pose a national security threat. Today’s Third Notice of Proposed Rulemaking would help expedite removal of harmful equipment and services from our nation’s communications networks.  The Commission seeks comment on a proposal to raise the cap on eligibility for participation in the Secure and Trusted Communications Networks Reimbursement Program to providers of advanced communications service with 10 million or fewer customers. The Reimbursement Program was [created in December 2020](https://www.fcc.gov/document/fcc-adopts-rules-secure-communications-networks-and-supply-chain-0) to provide funding to providers of advanced communications service for the removal, replacement, and disposal of harmful equipment and services from their networks.  To ensure consistency with provisions in the Consolidated Appropriations Act, the Commission seeks comment on rules regarding the acceptable uses of reimbursement program disbursements, eligibility of certain equipment and services, and modifications to the prioritization scheme in the event that requests for reimbursement exceed the $1.895 billion appropriation.  The Further Notice also seeks comment on modifying the scope of the equipment and services eligible under the Reimbursement Program to align with the [July 30, 2020 orders](https://www.fcc.gov/document/fcc-designates-huawei-and-zte-national-security-threats) designating Huawei Technologies Company and ZTE Corporation as national security threats. This would allow recipients to use reimbursement funding to remove or replace Huawei or ZTE equipment and services obtained on or before June 30, 2020.  Action by the Commission February 17, 2021 by Third Further Notice of Proposed Rulemaking (FCC 21-26). Acting Chairwoman Rosenworcel, Commissioners Carr, Starks, and Simington approving and issuing separate statements.  WC Docket No. 18-89  ###  **Media Relations: (202) 418-0500 / ASL: (844) 432-2275 / Twitter: @FCC / www.fcc.gov**  *This is an unofficial announcement of Commission action. Release of the full text of a Commission order constitutes official action. See MCI v. FCC, 515 F.2d 385 (D.C. Cir. 1974).* |