

**Carr Applauds President Biden’s Signing of the Secure Equipment Act**

***Legislation Led by Scalise, Eshoo, Rubio, and Markey Closes the ‘Huawei Loophole’***

WASHINGTON, November 12, 2021—Today, FCC Commissioner Brendan Carr applauded President Biden’s signing of the Secure Equipment Act of 2021 into law. The bipartisan legislation, introduced by Republican Whip Steve Scalise, Congresswoman Anna Eshoo, Senator Marco Rubio, and Senator Ed Markey will strengthen national security by requiring the FCC to close a loophole in the agency’s equipment authorization process and protect against threats posed against by entities on the Covered List.

Commissioner Carr joined the authors of the legislation and Chairwoman Rosenworcel on a [joint release](https://eshoo.house.gov/media/press-releases/reps-eshoo-and-scalise-senators-markey-and-rubio-celebrate-president-s-signing). Carr’s quote can also be found below:

“I applaud Senator Rubio, Senator Markey, Republican Whip Scalise, and Congresswoman Eshoo for their determination and leadership to secure America’s communications networks.  Their Secure Equipment Act is now the law of the land and will ensure that insecure equipment from Huawei, ZTE, and other untrustworthy entities can no longer be inserted into our communications networks.  This gear poses an unacceptable risk to our national security. I am pleased with the overwhelming support their legislation has received in Congress to close the ‘Huawei Loophole’, and for President Biden’s signature today enacting this important reform.”

**Background**

* In 2020, the FCC adopted rules to require that U.S. telecommunications carriers remove and replace equipment provided by “covered” companies. While that was an important step, those rules only applied to equipment purchased with federal funding and created a loophole that Huawei and others were using to continue to be installed in our networks.
* In [March](https://docs.fcc.gov/public/attachments/DOC-371210A1.pdf), Carr called on the FCC to close this so-called “Huawei Loophole.”
* In [May](https://www.rubio.senate.gov/public/index.cfm/2021/5/rubio-markey-introduce-secure-equipment-act-to-close-the-security-loophole-and-address-the-china-tech-threat), Senators Rubio and Markey introduced S. 1790, the Secure Equipment Act.
* In [June](https://scalise.house.gov/media/press-releases/scalise-eshoo-introduce-bill-protect-us-telecom-networks-against-chinese), Republican Whip Scalise and Congresswoman Eshoo introduced H.R. 3919, the Secure Equipment Act.
* Later in [June](https://docs.fcc.gov/public/attachments/FCC-21-73A1.pdf), the Commission launched a proceeding aligned with the requirements of the Secure Equipment Act.
* In October, the House passed H.R. 3919 via a roll call vote of [420-4](https://clerk.house.gov/Votes/2021323). H.R. 3919 passed the Senate via [unanimous consent](https://www.congress.gov/bill/117th-congress/house-bill/3919/all-actions?overview=closed#tabs) the next week.
* On November 11, 2021, President Biden [signed](https://www.whitehouse.gov/briefing-room/statements-releases/2021/11/11/bill-signed-h-r-3919/) H.R. 3919 into law.
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