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# INTRODUCTION

1. On February 28, 2020, the Commission issued a Notice of Apparent Liability for Forfeiture and Admonishment (*NAL*) against T-Mobile USA, Inc. (T-Mobile or Company).[[1]](#footnote-3) In the *NAL*, the Commission admonished T-Mobile for apparently disclosing its customers’ location information, without their consent, to a third party who was not authorized to receive it, and proposed to fine T-Mobile $91,630,000 for failing to take reasonable steps to protect its customers’ location information. After reviewing the Company’s response to the *NAL*,[[2]](#footnote-4) we find no reason to cancel or withdraw the proposed penalty. However, pursuant to additional factual evidence provided in T-Mobile’s NAL Response relevant to the forfeiture calculation, we reduce the proposed penalty by $11,550,000, and therefore impose a penalty of $80,080,000 against T-Mobile.

# BACKGROUND

## Legal Background

1. As set forth fully in the *NAL*,[[3]](#footnote-5) carriers are required to protect the confidentiality of certain customer data related to the provision of telecommunications service. This includes location information, which is customer proprietary network information (CPNI) pursuant to section 222 of the Communications Act (Act).[[4]](#footnote-6) The Commission has advised carriers that this duty requires them to take “every reasonable precaution” to safeguard their customers’ information.[[5]](#footnote-7) Section 222(a) of the Act imposes a general duty on telecommunications carriers to “protect the confidentiality of proprietary information” of “customers.”[[6]](#footnote-8) Section 222(c) establishes specific privacy requirements for “customer proprietary network information” or CPNI, namely information relating to the “quantity, technical configuration, type, destination, *location*, and amount of use of a telecommunications service subscribed to by any customer of a telecommunications carrier” and that is “made available to the carrier by the customer solely by virtue of the carrier-customer relationship.”[[7]](#footnote-9) The Commission has promulgated regulations implementing section 222 (CPNI Rules), which require, among other things, that carriers employ “reasonable measures to discover and protect against attempts to gain unauthorized access to CPNI.” [[8]](#footnote-10)
2. *Customer Consent to Disclose CPNI.* With limited exceptions, a carrier may only use, disclose, or permit access to CPNI with customer approval.[[9]](#footnote-11) Generally, carriers must obtain a customer’s “opt-in approval” before disclosing that customer’s CPNI.[[10]](#footnote-12) This means that a carrier must obtain the customer’s “affirmative, express consent allowing the requested CPNI usage, disclosure, or access after the customer is provided appropriate notification of the carrier’s request . . . .”[[11]](#footnote-13)
3. This opt-in requirement has been in place since 2007, when the Commission amended its rules in the *2007 CPNI Order* after finding that once carriers disclosed CPNI to third parties, including joint venturers and independent contractors, that information was out of the control of the carrier and had a higher risk of being improperly disclosed.[[12]](#footnote-14) Accordingly, among other things, this opt-in requirement was meant to allow individual consumers to determine if they wanted to bear the increased risk associated with sharing CPNI with such third parties.[[13]](#footnote-15) In the Commission’s view, obtaining a customer’s express consent in these circumstances is particularly important, because a carrier cannot simply rectify the harms resulting from a breach by terminating its agreement with such a third party, “nor can the Commission completely alleviate a customer’s concerns about the privacy invasion through an enforcement proceeding.”[[14]](#footnote-16) The Commission further concluded that contractual safeguards between a carrier and such a third party do not obviate the need for explicit customer consent, as such safeguards do not eliminate the increased risk of unauthorized CPNI disclosures that accompany information that is provided by a carrier to such a third party.[[15]](#footnote-17) Thus, the Commission determined that, with limited exceptions, a carrier may only use, disclose, or permit access to CPNI with the customer’s opt-in approval.[[16]](#footnote-18)
4. *Reasonable Measures to Safeguard CPNI.*  The Commission has also recognized that an opt-in requirement alone is not enough to protect customer CPNI, especially in light of tactics like “pretexting,” where a party pretends to be a particular customer or other authorized person in order to illegally obtain access to that customer’s information (thus circumventing opt-in requirements).[[17]](#footnote-19) Therefore, the Commission adopted rules requiring carriers to “take reasonable measures to *discover* and *protect* against attempts to gain unauthorized access to CPNI.”[[18]](#footnote-20) To provide some direction on how carriers should protect against tactics like pretexting, the Commission included in its amended rules customer authentication requirements tailored to whether a customer is seeking in-person, online, or over-the-phone access to CPNI.[[19]](#footnote-21) It also adopted password and account notification requirements.[[20]](#footnote-22)
5. The Commission made clear that the specific customer authentication requirements it adopted were “minimum standards” and emphasized the Commission’s commitment “to taking resolute enforcement action to ensure that the goals of section 222 [were] achieved.”[[21]](#footnote-23) Although carriers are not expected to eliminate every vulnerability to the security of CPNI, they must employ “reasonable measures to discover and protect against attempts to gain unauthorized access to CPNI.”[[22]](#footnote-24) They must also take reasonable measures to protect the confidentiality of CPNI—a permanent and ongoing obligation to police disclosures and ensure proper functioning of security measures.[[23]](#footnote-25) As the Commission stated in the *NAL*, several government entities provide guidance and publish best practices that are intended to help companies evaluate the strength of their information security measures.[[24]](#footnote-26)
6. *Section 217.* Finally, the Act makes clear that carriers cannot disclaim their statutory obligations to protect their customers’ CPNI by delegating such obligations to third parties. Section 217 of the Act provides that “the act, omission, or failure of any officer, agent, or other person acting for or employed by any common carrier or user, acting within the scope of his employment, shall in every case be also deemed to be the act, omission, or failure of such carrier or user as well as that of the person.”[[25]](#footnote-27)

## Factual Background

1. *Customer Location Information and T-Mobile’s Location-Based Services Business Model*. T-Mobile provides mobile voice and data services to consumers throughout the United States by enabling consumer mobile phones to make and receive calls or transmit data on T-Mobile’s wireless network.[[26]](#footnote-28) As part of its business, T-Mobile ran a Location-Based Services (LBS) program until February 8, 2019. Through the LBS program, T-Mobile sold access to its customers’ location information to companies known as “location information aggregators,” who then resold access to such information to third-party location-based service providers or, in some cases, to intermediary companies who then resold access to such information to location-based service providers.[[27]](#footnote-29) T-Mobile had arrangements with two location information aggregators: LocationSmart and Zumigo (the Aggregators).[[28]](#footnote-30) Each Aggregator, in turn, had arrangements with location-based service providers. In total, T-Mobile sold access to its customers’ location information (directly or indirectly) to 75 third-party entities (including the two Aggregators).[[29]](#footnote-31)
2. The T-Mobile LBS program was largely governed via contractual provisions that vested T-Mobile with oversight authority over the Aggregators. The Aggregators then entered into their own contracts with various LBS providers. This arrangement meant that it was LBS providers who were obligated “to notify [customers] and collect affirmative customer consent for any use of location information”[[30]](#footnote-32) – not the Aggregators or T-Mobile. T-Mobile asserts that its LBS program was subject to a number of safeguards and that the LBS providers and Aggregators had to satisfy various requirements, which were memorialized in and governed by contract provisions with the Aggregators.[[31]](#footnote-33) The contracts obligated the Aggregators to monitor the practices of the location-based service providers—including by making sure the LBS providers notified customers and collected affirmative customer consent for any use of location information.[[32]](#footnote-34) As a result, T-Mobile did not independently verify the customers’ consent before providing access to the location data. T-Mobile explained that there were various acceptable mechanisms for the LBS providers and Aggregators to obtain consent, including via text message (with consumer responding with their consent), website interaction, and implicit consent “where the consumer is requesting a service that quite clearly relies on location data, such as roadside assistance services.”[[33]](#footnote-35)
3. According to T-Mobile, in order to participate in the LBS program and access consumers’ location information, “the Aggregator was required to submit to T-Mobile a completed questionnaire that provided information about the location-based service provider and the proposed use case or ‘campaign.’”[[34]](#footnote-36) T-Mobile explains that using the questionnaires, the Company would receive a “detailed description” of the LBS provider’s “notice and consent process, data security mechanisms and data retention policies,”[[35]](#footnote-37) which was reviewed and then (if it met certain standards) approved by T-Mobile.[[36]](#footnote-38) Once approved, T-Mobile asserts that it would assign a “campaign-specific ID.”[[37]](#footnote-39) That ID was to be used by the LBS provider for every location information request it submitted to the Aggregator, and then likewise transmitted from the Aggregator to T-Mobile, which T-Mobile asserts allowed the Company “to track each campaign.”[[38]](#footnote-40)
4. T-Mobile had broad authority under its contracts with the Aggregators to quickly terminate access to customer location information and to “suspend the transmission of location information” to any LBS provider the Company “believed was not complying with its obligations.”[[39]](#footnote-41) In addition, T-Mobile “had the right to terminate its relationship with each Aggregator, for any reason, upon 30 days’ prior written notice, or immediately upon the Aggregator’s breach of the contract’s confidentiality and data security terms.”[[40]](#footnote-42)
5. T-Mobile also had the authority to conduct audits and other internal reviews of the LBS program. According to T-Mobile, it conducted two risk assessments of its Aggregators (in 2016 and 2018) to confirm, among other things, whether they “were following the policies and procedures set forth in their contracts with T-Mobile.”[[41]](#footnote-43) T-Mobile asserts that both assessments found that “the Aggregators were properly obtaining consent before accessing T-Mobile customer location information.”[[42]](#footnote-44) However, T-Mobile also admits that both assessments identified “recommendations to enhance program governance” – with the questionnaire used to assess LBS providers the result of a recommendation from the 2016 assessment.[[43]](#footnote-45) T-Mobile did not describe any of the recommendations from the 2018 assessment.[[44]](#footnote-46) Finally, T-Mobile claims that both the Company and the Aggregators “reviewed consent records” as part of “periodic assessments,” but T-Mobile did not provide any further information about the results of such periodic assessments.[[45]](#footnote-47)
6. *T-Mobile’s Discovery of Potential Misuse of Customers’ Location Information in 2017*. On or around July 2017, T-Mobile “learned through a third party that an unidentified location-based service provider was using an obfuscated website domain to provide wireless device-tracking services to bail bond and similar companies without the wireless customer’s authorization.”[[46]](#footnote-48) T-Mobile investigated the allegation and eventually identified LocateUrCell as the LBS provider misusing customer location information.[[47]](#footnote-49) LocateUrCell was only approved to receive T-Mobile customer location information for its approved campaign (providing customers the ability to locate their missing phones); LocateUrCell worked with the Aggregator LocationSmart.[[48]](#footnote-50) T-Mobile contacted LocationSmart in September 2017, informing the Aggregator that its access to customer location information would be suspended unless it provided a satisfactory response to T-Mobile’s inquiry about LocateUrCell within 24 hours.[[49]](#footnote-51) It was only then that T-Mobile learned LocationSmart had “‘terminated its contract with LocateUrCell and permanently disabled LocateUrCell’s access to T-Mobile customer location data on September 12, 2017, after LocateUrCell failed to respond to LocationSmart’s request for records demonstrating customer consent.’”[[50]](#footnote-52) T-Mobile concedes that LocateUrCell’s unauthorized disclosures were made possible and remained hidden because the unauthorized requests were “hosted on the same system” and “used the same campaign ID” as the authorized requests.[[51]](#footnote-53) Thus, “T-Mobile could not differentiate between location information requests for the authorized LocateUrCell phone-finding service from location information requests for the unauthorized . . . tracking service.”[[52]](#footnote-54) Following this incident, “T-Mobile ‘sought assurances’ from LocationSmart regarding its monitoring of location-based service providers and ‘reminded’ LocationSmart about its contractual obligations to notify T-Mobile of any non-compliance it detected.”[[53]](#footnote-55)
7. *Unauthorized Access and Use of Customer Location Information*. On May 10, 2018, the *New York Times* published an article that detailed security breaches involving T-Mobile’s (and other carriers’) practice of selling access to customer location information.[[54]](#footnote-56) The *NAL* includes a more detailed summary of the article and its findings, but essentially the breaches involved a location-based service provider (Securus Technologies, Inc., or Securus) that offered a location-finding service to law enforcement and corrections officials that allowed such officials to access customer mobile device location *without* that device owner’s knowledge or consent.[[55]](#footnote-57) Not only was Securus’s location-finding service outside the scope of its approved “campaign” or any agreement with either Aggregator (and thus had not been reviewed by T-Mobile), but despite Securus’s claims that the program required appropriate “legal authorization,” it did not verify such authorizations and its program was used and abused by a (now former) Missouri Sheriff (Cory Hutcheson) for non-law enforcement purposes and in the absence of any such legal authorization.[[56]](#footnote-58) Securus obtained location services from a company called 3Cinteractive, and 3Cinterative obtained T-Mobile’s consumers’ location information pursuant to a contract with the Aggregator LocationSmart.[[57]](#footnote-59) Similar to the 2017 LocateUrCell incident, T-Mobile again conceded that it had “no way” to distinguish requests that were unrelated to the authorized campaign (which involved an inmate collect-calling service) from valid, campaign-related requests because “Securus offered this [unauthorized] service using the [same] campaign ID that T-Mobile had assigned” to the approved campaign.[[58]](#footnote-60)
8. The Department of Justice’s U.S. Attorney’s Office for the Eastern District of Missouri charged Hutcheson with, among other things, wire fraud and illegally possessing and transferring the means of identification of others, and Hutcheson pleaded guilty on November 20, 2018.[[59]](#footnote-61) The Department of Justice’s investigation of Hutcheson’s actions included an examination of how the Securus location-finding service operated. Once Hutcheson became an authorized user of Securus’s LBS software, he was able to obtain the location of specific mobile telephone devices.[[60]](#footnote-62) In order to do so, users (including Hutcheson) were required to input the telephone number of the device they wanted to locate, and then “upload a document manually checking a box, the text of which stated, ‘[b]y checking this box, I hereby certify the attached document is an official document giving permission to look up the location on this phone number requested.’”[[61]](#footnote-63) As soon as Hutcheson (or any other authorized user) submitted his request and uploaded a document, the Securus LBS platform would *immediately* provide the requested location information (regardless of the adequacy of the uploaded document).[[62]](#footnote-64) Rather than “uploading the required legal process,” Hutcheson instead “routinely uploaded false and fraudulent documents . . ., each time representing that the uploaded documents were valid legal process authorizing the location requests the defendant made.”[[63]](#footnote-65) Those “false and fraudulent documents” included “his health insurance policy, his auto insurance policy, and pages selected from Sheriff training materials.”[[64]](#footnote-66) Hutcheson “submitted thousands of Securus LBS requests and obtained the location data of hundreds of individual phone subscribers without valid legal authorization.”[[65]](#footnote-67)
9. *T-Mobile’s Response to the Securus Disclosures*. T-Mobile terminated Securus’s and 3Cinteractive’s access to T-Mobile customer location information on May 11, 2018, following the *New York Times* article.[[66]](#footnote-68) Later, on October 26, 2018, T-Mobile notified the Aggregators that their existing contracts would not be renewed once they expired on March 9, 2019, which would effectively end T-Mobile’s LBS program.[[67]](#footnote-69)
10. More than seven months after the *New York Times* article revealing the Securus disclosures, T-Mobile was made aware of a similar incident involving one of the Company’s LBS providers, MicroBilt. In a January 8, 2019, *Motherboard* article, it was reported that access to customer location information was sold and resold, with little or no oversight, within the bail bonds industry, and that this led to consumers being tracked without their knowledge or consent—including by MicroBilt.[[68]](#footnote-70) T-Mobile first learned of this from a *Motherboard* reporter on January 3, 2019.[[69]](#footnote-71) According to T-Mobile, “the MicroBilt application that T-Mobile had received [in 2016] did not indicate that ‘Microbilt would disclose the location information to any third party.’”[[70]](#footnote-72) Thus, on January 4, 2019, MicroBilt’s Aggregator in the LBS program (Zumigo) informed T-Mobile that it had “suspended transmission of any T-Mobile customer location information to MicroBilt”[[71]](#footnote-73) and T-Mobile itself (as a “duplicative technical measure”) “permanently disabled access to its customers’ location information by Zumigo for the purpose of transmitting it to MicroBilt.”[[72]](#footnote-74) In a repeat of the aftermath following both the LocateUrCell incident and the Securus disclosure, “T-Mobile was again unable to differentiate requests for customer location information that were made for purposes authorized by T-Mobile from those that were not”[[73]](#footnote-75) because MicroBilt’s malfeasance “‘was masked as a permissible use.’”[[74]](#footnote-76)
11. It was not until February 8, 2019, that T-Mobile’s LBS program (and the sharing of the Company’s customers’ location information) finally ceased—in other words, 275 days from when the *New York Times* first reported on the Securus location-finding service, as well as the abuse of that service by Hutcheson.[[75]](#footnote-77)
12. *Notice of Apparent Liability*. On February 28, 2020, the Commission issued the *T-Mobile* *NAL* proposing a $91,630,000 fine against T-Mobile for its apparent willful and repeated violation of section 222 of the Act and section 64.2010 of the Commission’s CPNI Rules for failing to have reasonable protections in place to prevent unauthorized access to customer location information. In the *NAL*, the Commission also admonished T-Mobile for apparently disclosing its customers’ location information, without their consent, to a third party who was not authorized to receive it.
13. On May 7, 2020, T-Mobile filed a response to the *NAL*.[[76]](#footnote-78) T-Mobile makes a number of arguments as to why the *NAL* should be withdrawn and cancelled. T-Mobile argues that location information is not CPNI and thus is not subject to the Act and the Commission’s rules, and that even if it was, the Company did not have fair notice that location information would be classified as CPNI.[[77]](#footnote-79) T-Mobile also argues that it acted reasonably both pre- and post-publication of the *New York Times* article. The Company claims that the LBS program had reasonable protections in place before the *New York Times* article, and that the Company’s response to the article, including its months-long continuation of the LBS program, was likewise reasonable.[[78]](#footnote-80) T-Mobile argues that the forfeiture amount is arbitrary and capricious.[[79]](#footnote-81) Finally, T-Mobile contends that the forfeiture amount is incorrect insofar as the *NAL* either miscounts the number of LBS providers and/or their termination dates from the LBS program in the forfeiture calculation.[[80]](#footnote-82)

# DISCUSSION

1. The Commission proposed a forfeiture in this case in accordance with section 503(b) of the Communications Act of 1934, as amended (Act),[[81]](#footnote-83) section 1.80 of the Commission’s rules,[[82]](#footnote-84) and the Commission’s *Forfeiture Policy Statement*.[[83]](#footnote-85) When we assess forfeitures, section 503(b)(2)(E) requires that the Commission take into account the “nature, circumstances, extent, and gravity of the violation and, with respect to the violator, the degree of culpability, any history of prior offenses, ability to pay, and such other matters as justice may require.”[[84]](#footnote-86) We have fully considered T-Mobile’s NAL Response, which includes a variety of legal and factual arguments. With one exception, we find none of T-Mobile’s arguments persuasive. Upon review of T-Mobile’s NAL Response[[85]](#footnote-87) and a further review of the evidence in the record, we will adjust the forfeiture calculation to account for updated evidence related to (1) the termination dates for various entities in the LBS Program and (2) eight entities that were each counted twice in the original forfeiture calculation. We therefore reduce the $91,630,000 forfeiture proposed in the *NAL* by $11,550,000, and impose a penalty of $80,080,000.

## Location Information is CPNI

1. As the *NAL* explained in more detail, the customer location information disclosed in T-Mobile’s LBS program is CPNI under the Act and our rules.[[86]](#footnote-88) Section 222 defines CPNI as “information that relates to the quantity, technical configuration, type, destination, *location*, and amount of use of a telecommunications service subscribed to by any customer of a telecommunications carrier, and that is made available to the carrier by the customer solely by virtue of the carrier-customer relationship.”[[87]](#footnote-89) The customer location information used in T-Mobile’s LBS program falls squarely within this definition. T-Mobile’s arguments to the contrary[[88]](#footnote-90) are largely reiterations of arguments the Commission considered and found unpersuasive in the *NAL*. Consistent with the analysis of location data found in the *NAL*, we remain persuaded that the location data at issue here constitute CPNI.
2. *First*, the customer location information at issue here relates to the location of a telecommunications service—i.e., T-Mobile’s commercial mobile service.[[89]](#footnote-91) As fully explained in the *NAL*:

A wireless mobile device undergoes an authentication and attachment process to the carrier’s network, via the closest towers. After a mobile device is authenticated and logically attached to a wireless network, it may be (1) connected (sending/receiving data/voice) or (2) idle. In either state, the carrier must be aware of and use the device’s location in order for it to enable customers to send and receive calls. T-Mobile is therefore providing telecommunications service to these customers whenever it is enabling the customer’s device to send and receive calls—regardless of whether the device is actively in use for a call.[[90]](#footnote-92)

1. We conclude that the location information at issue here meets the first prong of the CPNI definition under either of two alternative interpretations. For one, we believe that the relevant statutory language is best read as referring to “information that relates to the . . . location, . . . of a telecommunications service . . . .”[[91]](#footnote-93) That interpretation accords with the “rule of the last antecedent,” which suggests that the term “of use” in section 222(h)(1)(A) modifies only “amount,” as opposed to the preceding terms such as “location.”[[92]](#footnote-94) Our interpretation also better squares with the broader operation of section 222. If the language “of use” modified every term in the preceding list, it would lead to apparently anomalous results. For instance, although the phrase “amount of use of a telecommunications service” plainly refers at least to the number and length of telephone calls, it is not clear what “technical configuration of use” would mean.[[93]](#footnote-95) And our interpretation squares more readily with section 222(d)(1), which preserves carriers’ ability to use CPNI to “initiate” service[[94]](#footnote-96)—an event that, aspects of which, ordinarily occur before the service is in “use.”
2. The location information at issue here readily fits within that interpretation of the first prong of the CPNI definition. T-Mobile’s customers can access the commercial mobile service to which they subscribe over a broad geographic area, and their location at a given point in time—and the fact of T-Mobile’s ability to use its network to determinate that location—is reasonably understood as associated with or a reference to the location of the T-Mobile telecommunications service.[[95]](#footnote-97) Consequently, consistent with our assessment in the *NAL*,[[96]](#footnote-98) we find this to be information that “relates to” the location of T-Mobile’s telecommunications service within the meaning of the first prong of the CPNI definition.[[97]](#footnote-99)
3. In the alternative, even if the term “of use” modified “location,” we still conclude the information at issue fits within the first prong of the definition of CPNI. T-Mobile does not dispute the *NAL*’s explanation that customers’ devices and T-Mobile’s network regularly exchange information as necessary for customers to send and receive calls.[[98]](#footnote-100) To the extent that T-Mobile contends that this does not represent use of the telecommunications service because it merely enables the provision of that service, T-Mobile does not demonstrate why that is a fair characterization or why it would represent a meaningful distinction in any case. Consistent with the reasoning of the *NAL*,[[99]](#footnote-101) we believe that T-Mobile’s customers subscribe to its commercial mobile service to enable them to receive and transmit calls, and when customers’ devices are exchanging communications with T-Mobile’s network, and thereby ensuring that they can receive incoming calls and place outgoing calls, we think that is a clear case of using the service to which they have subscribed, even outside the moments in time when they are engaged in calls.[[100]](#footnote-102)
4. We also are unpersuaded by T-Mobile’s arguments that the location information covered by the first prong of the definition of CPNI is limited to call location information for voice calls based on what T-Mobile gleans from other language in section 222.[[101]](#footnote-103) In addition to the *NAL*’s responses in this regard,[[102]](#footnote-104) we conclude that the use of “location” in (h)(1)(A) as opposed to “call location information” in (d)(4) and (f)(1) must be given some significance:[[103]](#footnote-105) All *location* information is protected as CPNI under (h)(1)(A). But carriers can disclose *call location* information for 911 purposes under (d)(4), which makes sense because 911 calls are *calls*.[[104]](#footnote-106) Nor would it have been irrational for Congress to expressly require opt-in consent for call location information in section 222(f)(1) if the definition of CPNI encompasses other forms of location information, as well. At the time the provision was enacted in 1999, Congress might reasonably have viewed call location information as obviously sufficiently sensitive to necessitate opt-in approval requirements while leaving it to the Commission’s discretion whether to require opt-in approval for other location information, just as for other information falling within the definition of CPNI more generally. In addition, the Commission’s references to “calls” in a prior order that was focused in significant part on data regarding customers’ calls—and which did not purport to exhaustively address the application of section 222 to mobile wireless service—cannot reasonably be read as setting forth the outer bounds of the Commission’s understanding of section 222.[[105]](#footnote-107)
5. *Second*, the location information at issue was obtained by T-Mobile solely by virtue of its customer-carrier relationship. The *NAL* explains this in more detail, but the crux of the matter is that:

T-Mobile provides wireless telephony services to the affected customers because they have chosen T-Mobile to be their provider of telecommunications service—in other words, they have a carrier-customer relationship. . . . T-Mobile’s customers provided their wireless location data to T-Mobile because of their customer-carrier relationship with T-Mobile, . . . . [[106]](#footnote-108)

1. The *NAL* did not specify with precision the standard for applying the second prong of the CPNI definition, and although we elaborate further on some of its contours here, we likewise need not resolve that question with specificity because we find that prong met here under a range of possible approaches. We begin by observing that the second prong of the CPNI definition is focused on a “relationship”—namely, the “carrier-customer relationship.”[[107]](#footnote-109) A relationship presumes associations involving at least two parties, and we conclude that it must be understood with that context in mind, rather than focused single-mindedly on one side of the relationship. Our accounting for the customer’s viewpoint is also supported by the statutory text’s focus on whether the information “is made available to the carrier by the customer”—rather than “obtained by the carrier”—“solely by virtue of the carrier-customer relationship.”[[108]](#footnote-110) Thus, we reject any suggestion by T-Mobile that the location information at issue here is not CPNI and does not depend exclusively on the carrier-customer relationship[[109]](#footnote-111)—we find that suggestion belied by the technical and marketplace realities here, as experienced by T-Mobile customers.
2. Finally, we also note that when a customer subscribes to T-Mobile’s commercial mobile service, T-Mobile “must be aware of and use the device’s location in order for [the Company] to enable customers to send and receive calls,”[[110]](#footnote-112) and the customer has no choice but to reveal that location to T-Mobile. T-Mobile does not dispute that the carrier-customer relationship fully enables T-Mobile to obtain the location data at issue here. Likewise, T-Mobile does not claim that a customer, having subscribed to its commercial mobile service, entered a separate agreement with T-Mobile for the provision of that location information—or that T-Mobile’s voice customers had any way to avoid providing that information if they wanted to subscribe to T-Mobile’s commercial mobile service. Under circumstances such as these, we conclude that the location information at issue from T-Mobile’s commercial mobile service customers was “made available to the carrier by the customer solely by virtue of the carrier-customer relationship.”[[111]](#footnote-113)
3. Although we find that reasoning sufficient to resolve the application of the second prong of the CPNI definition, we independently conclude that the same decision is warranted even if we parse the matter more finely. For example, T-Mobile has sought to rely on the theory that location information can be associated with a data session for a non-telecommunications service, taking such location information outside the purview of “CPNI.”[[112]](#footnote-114) But we are not persuaded that the fact that location information can be associated with a non-telecommunications service the carrier also provides takes the resulting *relationship* outside the scope of the “carrier-customer” relationship for the specific purposes of the CPNI definition. Nothing dissuades us that the purchase of telecommunications service alone was sufficient to obligate T-Mobile’s customers to make their location data available to T-Mobile,[[113]](#footnote-115) and in evaluating the second prong of the CPNI definition in the past, the Commission has noted that a carrier’s “unique position with respect to its customers” when the carrier pre-configures a mobile device to collect information can satisfy “the ‘carrier-customer relationship’ element of the definition of CPNI.”[[114]](#footnote-116)  We recognize that section 153(51) of the Act provides that “[a] telecommunications carrier shall be treated as a common carrier under [the Act] only to the extent that it is engaged in providing telecommunications services.”[[115]](#footnote-117) But we are far from that scenario here, given the many necessary links to T-Mobile’s telecommunications services for the CPNI definition to apply. For one, the protections of section 222(c) only apply with respect to “information that relates to” certain characteristics of “a telecommunications service subscribed to by any customer of” T-Mobile.[[116]](#footnote-118) And the information must have been provided by consumers in a manner that reflects the statutorily required nexus to T-Mobile’s telecommunications service.[[117]](#footnote-119) Our interpretation and application of section 222 thus accords with the text of both section 222 and section 153 of the Act, even if it does not reflect the policy that T-Mobile would prefer.
4. The Commission therefore affirms its finding from the *NAL* that the location information at issue in the LBS program is CPNI.

## T-Mobile Had Fair Notice That Its LBS Practices Were Subject to Enforcement Under the Communications Act

1. We reject T-Mobile’s claim that it lacked fair notice that its practices involving customer location information were subject to the Communications Act and potential penalties thereunder.[[118]](#footnote-120) The language of section 222 demonstrates that customer location information is CPNI; T-Mobile’s practices involving CPNI, including customer location information, therefore unquestionably are regulated under the Act and the CPNI Rules; T-Mobile’s failure to comply with the requirements of the Act and the CPNI Rules, including the “reasonable measures” mandate of section 64.2010, foreseeably makes the Company liable for a forfeiture penalty under section 503 of the Act.
2. T-Mobile argues that the “the duties and requirements set forth in the NAL have never been articulated before and cannot, consistent with the fundamental principles of fair notice and due process, serve as a basis for holding T-Mobile liable for conduct that occurred in the past.”[[119]](#footnote-121) T-Mobile is mistaken. To the extent these arguments relate to T-Mobile’s actions addressing the shortcomings in its LBS program, they will be discussed in section III.C, below.[[120]](#footnote-122)  With regard to T-Mobile’s argument that it did not have fair notice of what it describes as a “30-day clock” to respond to the Securus incident, T-Mobile is mistaken.[[121]](#footnote-123) The 30-day period cited in *NAL* was not a deadline for which T-Mobile required fair notice, but rather a grace period during which the Commission used its discretion and did not assess a fine.[[122]](#footnote-124)
3. T-Mobile also argues that before the Commission imposes what the Company mischaracterizes as a “new interpretation” of CPNI, the Commission must first “ensure that it has statutory authority to do so and amend its regulations . . . .”[[123]](#footnote-125) But the Commission is not limited to this option. When, as in this case, a carrier’s conduct falls within an area subject to regulation by the Commission, it is well established that enforcement action is a proper vehicle to adjudicate the specific bounds of what is lawful and what is not, subject to principles of fair notice.[[124]](#footnote-126)
4. Contrary to T-Mobile’s assertion, the Commission is not required by principles of fair notice to announce that LBS data, in particular, meets the definition of CPNI under section 222 of the Act or the CPNI Rules before enforcing that statute and those rules with respect to those data.[[125]](#footnote-127) As the D.C. Circuit has said, “[t]he fair notice doctrine, which is couched in terms of due process, provides redress only if an agency’s interpretation is ‘so far from a reasonable person’s understanding of the regulations that they could not have fairly informed the regulated party of the agency’s perspective.’”[[126]](#footnote-128) And, in general, fair notice principles require that a regulated party be able to identify, with ascertainable certainty, the standards with which the agency expects parties to conform.[[127]](#footnote-129)
5. Here, the Commission previously explained in the *2013 Declaratory Ruling* that it would not “set out a comprehensive list of data elements that pertain to a telecommunications service and satisfy the definition of CPNI and those data elements that do not.”[[128]](#footnote-130) Thus, T-Mobile cannot reasonably have assumed that the fact a given scenario had not been expressly addressed by Commission rules and precedent meant it fell outside the scope of CPNI and the associated protections of section 222 and the Commission’s implementing rules. To the contrary, the Commission has stated that “implicit in section 222 is a rebuttable presumption that information that fits the definition of CPNI contained in section 222([h])(1) is in fact CPNI.”[[129]](#footnote-131) Moreover, even while declining to comprehensively identify CPNI, including in the case of location information, the Commission emphasized that “location information in particular can be very sensitive customer information.”[[130]](#footnote-132) In addition, notwithstanding its instant fair notice claims, T-Mobile previously asserted to the Commission that it treated *all* customer location information in the same way—whether T-Mobile classified it as CPNI or not.[[131]](#footnote-133)
6. Further, our conclusion that the location data at issue here fall within the definition of CPNI flows from the text of section 222 is consistent with the Commission’s approach to interpreting that provision in prior precedent. As noted, CPNI is defined by statute, in relevant part, to include “information that relates to . . . the location . . . of a telecommunications service.”[[132]](#footnote-134) That definition further directs us to evaluate whether the relevant information “is made available to the carrier by the customer solely by virtue of the carrier-customer relationship.”[[133]](#footnote-135) Our interpretation of those provisions above relies on the statutory text, interpreted consistent with ordinary tools of statutory interpretation, and is consistent with prior Commission precedent.
7. Finally, T-Mobile had fair notice of its obligations with respect to CPNI under section 64.2010 of the Commission’s rules. In pertinent part, that rule provides that “[t]elecommunications carriers must take reasonable measures to discover and protect against attempts to gain unauthorized access to CPNI.”[[134]](#footnote-136) Beyond “requir[ing] carriers to implement the specific minimum requirements set forth in the Commission’s rules,” to comply with section 64.2010, the Commission “further expect[s] carriers to take additional steps to protect the privacy of CPNI to the extent such additional measures are feasible for a particular carrier.”[[135]](#footnote-137) Rather than listing “specific measures must implement to avoid fraudulent misappropriation of [location] data” as T-Mobile suggests,[[136]](#footnote-138) the Commission granted carriers flexibility to incorporate the specific measures and practices that are consistent with their otherwise-existing “technological choices.”[[137]](#footnote-139) In the *2007 CPNI Order*, the Commission also explained, for example, that “a carrier that practices willful blindness” regarding unauthorized disclosure of CPNI likely “would not be able to demonstrate that it has taken sufficient measures” to discover and protect against such conduct.[[138]](#footnote-140) And in the same order, the Commission likewise identified the limitations of relying on “contractual safeguards” to address risks once CPNI has been disclosed outside the covered carrier.[[139]](#footnote-141) Ultimately, while providing guidance regarding compliance with section 64.2010, the Commission also recognized that it was necessary to guard against providing bad actors “a ‘roadmap’ of how to obtain CPNI without authorization.”[[140]](#footnote-142) Contrary to T-Mobile’s argument otherwise,[[141]](#footnote-143) this guidance provides sufficient direction for T-Mobile to understand its obligations under the rule as relevant here.[[142]](#footnote-144)
8. Thus, T-Mobile could reasonably have ascertained that (1) any enumeration of CPNI data elements set out by the agency was not exhaustive; (2) the customer location information at issue would be found to meet the definition of CPNI; and (3) T-Mobile would be subject to forfeiture penalties for failing to protect that customer location information as required under section 222 and the CPNI Rules.

## T-Mobile Failed to Take Reasonable Steps to Protect CPNI

1. T-Mobile violated section 222 of the Act and section 64.2010 of the Commission’s rules by failing to take reasonable measures to discover and protect against attempts to gain unauthorized access to its customers’ location information.[[143]](#footnote-145) While the Commission’s rules recognize that companies cannot prevent all data breaches, they require carriers to take reasonable steps to safeguard their customers’ CPNI and discover attempts to gain access to their customers’ CPNI. Further, as noted below, where an unauthorized disclosure has occurred—as here—the burden of production shifts to the carrier to offer evidence that it did have reasonable measures in place. Once the carrier offers some evidence of those safeguards, the rebuttable presumption falls away, and the Commission bears the burden of persuasion and must find by a preponderance of the evidence that the carrier’s safeguards were unreasonable in order to find a violation of 47 CFR § 64.2010(a). T-Mobile contends that the Securus disclosures to Hutcheson did not constitute legal violations of section 222 for which T-Mobile can be held responsible.[[144]](#footnote-146) T-Mobile then claims that it acted reasonably to protect its customers’ location information both before and after the Securus disclosure came to light.[[145]](#footnote-147) T-Mobile also argues that the Commission improperly shifted the burden of proving that such protections were reasonable to T-Mobile.[[146]](#footnote-148) We find T-Mobile’s arguments unpersuasive.

### T-Mobile’s Customer Location Disclosures to Securus Were Unauthorized and Violated Section 222

1. As an initial matter, we conclude that it was not just disclosures to Hutcheson that were unauthorized. Rather, Securus’s entire location-finding service[[147]](#footnote-149) (as detailed in paragraphs 14-15, above) was predicated on unauthorized disclosures. Consistent with T-Mobile’s own description of events, the program was outside the scope of not only its approved use case, but also beyond any agreement with either Aggregator (and thus had not been reviewed by T-Mobile).[[148]](#footnote-150) T-Mobile conceded that it was unable to distinguish location requests unrelated to the authorized use case (which involved an inmate collect-calling service).[[149]](#footnote-151) And, to be clear, none of the records submitted in connection with the location-finding service evinced a consumer’s actual opt-in consent. Therefore, every time Securus submitted a request for location information under the guise of its approved use case (a use case that required consumer consent) and T-Mobile provided the requested location information, a separate, unauthorized disclosure occurred. Separately and independently, there is no indication that the law enforcement requests were properly reviewed by Securus, as evidenced by the ready success of Hutcheson’s thinly veiled ruse.[[150]](#footnote-152) Thus, the disclosures made to Hutcheson were doubly unauthorized under section 222(c)(1). First, Securus used the façade of their approved use case to hide the true purpose and destination of the request, resulting in T-Mobile’s unauthorized disclosure of location information to Securus. Second, Hutcheson likewise submitted blatantly fake requests to Securus under the guise of law enforcement, resulting in Securus’s unauthorized disclosure of location information to Hutcheson.[[151]](#footnote-153)
2. T-Mobile attempts to avoid this conclusion by contending that it cannot be held responsible for the unauthorized disclosures because “Securus and other third-party location-based service providers can neither be deemed ‘agent[s]’ of T-Mobile nor ‘person[s] acting for’ T-Mobile within the meaning of Section 217, at least when they misappropriate information provided by T-Mobile.”[[152]](#footnote-154) But as the *NAL* explained, “[t]o the extent that the third parties were *not* acting on behalf of the carrier, the carrier itself would have provided those third parties with access to its customers’ CPNI without obtaining for themselves the approval required by section 222(c)(1)—thus violating federal law.”[[153]](#footnote-155) Although the *NAL* noted that “T-Mobile does not appear to argue that situation is present here,”[[154]](#footnote-156) the totality of the record persuades us that this is, in fact, the import of the facts and T-Mobile’s arguments here.
3. In making these arguments, T-Mobile appears to conflate distinct obligations it is subject to under section 222 of the Act and the Commission’s rules. In particular, T-Mobile contends that “the NAL suggests that Section 217 of the Act would allow it to hold T-Mobile strictly liable for the acts of the third-party location-based service providers, even if T-Mobile’s program reasonably protected customer location information.”[[155]](#footnote-157) Even setting aside T-Mobile’s erroneous assumption about the reasonableness of its safeguards, carriers’ legal duty to “take reasonable measures to discover and protect against attempts to gain unauthorized access to CPNI” under section 64.2010(a) of the rules is separate from the additional restriction on unauthorized use or disclosure in section 222(c)(1) of the Act and section 64.2007(b) of the Commission’s rules.[[156]](#footnote-158) Rather than incorporating some kind of *de minimis* exception or reasonableness standard, section 222(c)(1)’s statutory restriction on use and disclosure is unequivocal, as likewise reflected in section 64.2007(b) of the Commission’s rules.[[157]](#footnote-159) And as the *NAL* further explained, “the obligation to protect CPNI falls on *telecommunications carriers*; the carrier must obtain customer approval to use, disclose, or permit someone else to access the CPNI for any purpose not strictly related to the purpose for which it was provided to the carrier.”[[158]](#footnote-160) “If T-Mobile was relying on third parties to satisfy its obligations to obtain consent, then it is [as] liable for those third parties’ failures as it would be if they had been the failures of T-Mobile itself. If not, then T-Mobile effectively granted those third parties the capability to access the CPNI of its customers without customer approval.”[[159]](#footnote-161) T-Mobile does not contend that it directly obtained the required approval from the customers whose location information it was sharing—nor could it, given that its entire location-based services program was premised on the LBS providers obtaining customer authorization.[[160]](#footnote-162) And T-Mobile now contends that under the circumstances at issue here, “Securus and other third-party location-based service providers can neither be deemed ‘agent[s]’ of T-Mobile nor ‘person[s] acting for’ T-Mobile within the meaning of Section 217.”[[161]](#footnote-163) Therefore, consistent with the *NAL*, we find that the Securus disclosures, including those made to Hutcheson, were unauthorized and T-Mobile was appropriately admonished in relation to such disclosures.

### T-Mobile’s Protection of Customer Location Information Was Unreasonable Both Before and After the Securus/Hutcheson Disclosures

1. The Commission affirms the *NAL* and finds that T-Mobile failed to take reasonable measures to discover and protect against attempts to gain unauthorized access to its customers’ location information. As fully laid out in the *NAL*, the record not only shows that T-Mobile did not have reasonable protections in place prior to the 2018 *New York Times* article detailing the Securus/Hutcheson breaches,[[162]](#footnote-164) but also that T-Mobile failed to promptly address its demonstrably inadequate CPNI safeguards after the Securus/Hutcheson disclosures.[[163]](#footnote-165)
2. T-Mobile attempts to excuse its unreasonable practices by cataloging the steps it did take before and after the *New York Times* article. T-Mobile argues that, prior to the Securus disclosure, its efforts conformed to the CTIA Guidelines for ensuring customer consent to the use of location data.[[164]](#footnote-166) Specifically, T-Mobile states that its safeguards included: “numerous contractual, procedural, and technical safeguards designed to protect the privacy of customer location data; to ensure that customer consent was obtained; and to limit uses of the data to comply with the Act and industry best practices established in the CTIA LBS Guidelines.”[[165]](#footnote-167)
3. The safeguards that T-Mobile had in place before the Securus disclosure were not reasonable. As fully explained in the *NAL*:

[The CTIA] guidelines focus on best practices for notice and consent by location-based service providers. But they do not include best practices recommendations for carriers that sell access to their customers’ location information to location-based service providers. For example, they do not offer guidance to carriers on how to assure that location-based service providers comply with a contractual obligation to access location information only after furnishing proper notice and receiving customer consent.[[166]](#footnote-168)

As for the other safeguards that T-Mobile implemented to protect its customers’ location information against unauthorized access, these safeguards relied almost entirely upon contractual agreement, passed on to location-based service providers through an attenuated chain of downstream contracts.[[167]](#footnote-169) To the extent that T-Mobile’s safeguards relied on trusting Aggregators and location-based service providers to honor their contractual commitments, consistent with the *NAL* we find that “such trust alone was” not “a reasonable safeguard here,” particularly in light of the regulatory history regarding attempts to obtain unauthorized access to CPNI in general and in the case of T-Mobile location-based data in particular.[[168]](#footnote-170)

1. To enforce these safeguards, T-Mobile would have needed to take steps to determine whether they were actually being followed. Further, T-Mobile would have had to have a way of distinguishing between a legitimate request for customer location information (i.e., made pursuant to valid consumer consent) and an illegitimate one (e.g., the Securus/Hutcheson requests absent valid customer consent). Although the Commission requested that T-Mobile describe its efforts to verify that LBS providers obtained valid customer consent for related location requests,[[169]](#footnote-171) nothing that T-Mobile has provided shows that it made any meaningful efforts or that it could effectively distinguish between valid and unauthorized requests for location information. To the extent that T-Mobile seeks to rely on certain risk assessments conducted in 2016 and 2018, as the *NAL* explained, T-Mobile “withheld the results of those assessments as privileged,” and even while conceding “that both reports made recommendations to ‘enhance program governance,’” it only provided “vague assertions” about the underlying concerns and any changes it made, rendering it “impossible for us to conclude that T-Mobile took meaningful steps to protect customer location information among the [75] entities to which it sold such access.”[[170]](#footnote-172) Further, the LocateUrCell, Securus, and MicroBilt breaches persuade us that the assessments either were not designed to detect vulnerabilities in the consent mechanism or failed meaningfully to do so. And while T-Mobile cites those risk assessments again in response to the *NAL*, it did not provide new information that would enable a different assessment on the record before us.[[171]](#footnote-173)
2. T-Mobile also argues that it “took decisive action” after the *New York Times* article, and that the Company’s actions were preferable to taking the steps suggested in the *NAL*, as those steps would have resulted in “[d]isrupting and even jeopardizing people’s lives by immediately interfering with . . . valuable [LBS] services.”[[172]](#footnote-174) We disagree. The issue here is not whether there are any beneficial services offered by LBS providers, but whether T-Mobile reasonably protected its customers’ location information. And even under T-Mobile’s reasoning, the Company would have no excuse for its failure to promptly terminate every other non-critical LBS provider. In any event, because of the sensitive personal information involved, the benefits of LBS must be weighed against the risks; here, the risks were grave, particularly because T-Mobile did not have a reliable way of confirming customer consent. The Commission considered T-Mobile’s arguments, but finds they are outweighed by these risks.
3. And any further claim by T-Mobile that its contractual safeguards were effective are undermined by the inexorable fact that after the Securus disclosure, T-Mobile was unable to determine the universe of affected customers because it “claims that Securus has denied its request to identify the individuals whose customer location information may have been obtained without consent”[[173]](#footnote-175) As the Commission said in the *NAL*, “[i]f T-Mobile cannot compel Securus’s cooperation with its investigation into unauthorized access to its customers’ location information, it cannot say that the same contract-based system actually protects such information from unauthorized access by other entities. Whatever Securus’s justification for denying T-Mobile’s request, its refusal to cooperate is further evidence of the fact that T-Mobile disclosed CPNI to a third party over which it had little or no control or authority.”[[174]](#footnote-176)
4. We also are unpersuaded by T-Mobile’s efforts to tout perceived benefits of aspects of its location-based services safeguards. For example, T-Mobile notes that it restricted the number of entities with direct access to its customers’ location information and criticizes what it sees as “[t]he NAL’s casual dismissal of this important security measure.”[[175]](#footnote-177) T-Mobile also asserts benefits from “[g]iving location-based service providers the freedom to tailor notice to be most suited for their respective services.”[[176]](#footnote-178) But T-Mobile fails to appreciate that these approaches do not yield unqualified benefits, but carry with them various risks—risks that T-Mobile ineffectually sought to address largely “through provisions passed down through an attenuated chain of downstream contracts.”[[177]](#footnote-179) And as the *NAL* explained, T-Mobile’s assignment of a campaign-specific ID for access to its Location APIs (a type of software) was “simply a technology-based variant of the honor system on which T-Mobile’s other safeguards depended. As T-Mobile learned with the LocateUrCell incident in July 2017, where authorized and unauthorized services used the same campaign-specific ID, ‘T-Mobile was not able to readily distinguish the unauthorized data requests from the authorized ones.’”[[178]](#footnote-180)
5. Nor are we persuaded that information about location sharing on T-Mobile’s website renders its safeguards reasonable.[[179]](#footnote-181) None of the cited information would have made T-Mobile customers aware of the risk that their location information would be shared without their knowledge—let alone without their consent—as occurred in the Securus and Hutcheson breaches. Nor does it empower consumers to do anything to guard against such risk themselves (even assuming *arguendo* that could be a component of meeting the *carrier’s* obligation to take reasonable measures to discover and protect against attempts to gain unauthorized access to CPNI under section 64.2010(a)).
6. Likewise, T-Mobile’s safeguards after the Securus disclosure were also unreasonable. T-Mobile became keenly aware of the inadequacy of its safeguards after the May 2018 *New York Times* article, and again after Securus’s resistance to T-Mobile’s subsequent investigation. Nonetheless, T-Mobile did not and cannot demonstrate that its safeguards were made reasonable in the months that followed the 2018 *New York Times* article. In fact, rather than promptly implementing reasonable safeguards, T-Mobile continued to sell access to its customers’ location information under (for all intents and purposes) the *same system* that was exploited by Securus and Hutcheson.[[180]](#footnote-182)
7. We reject T-Mobile’s attempt to dispute that the reports of the Securus and Hutcheson breaches should have made T-Mobile aware of the need for greater safeguards.[[181]](#footnote-183) T-Mobile observes that media reports are not always completely accurate and are treated as inadmissible hearsay under the Federal Rules of Evidence and likewise have at times been rejected as reliable evidence by the Commission.[[182]](#footnote-184) But whatever one might say about media reports in other contexts, T-Mobile did, in fact, view the May 2018 *New York Times* article as sufficiently reliable to call for some response, explaining that “T-Mobile took decisive action within 24 hours of the *New York Times* article to eliminate the ability of Securus to obtain location information for any purpose.”[[183]](#footnote-185) Nor are we persuaded that evidentiary standards governing admissibility in federal court or the statutory standard required for showings in Commission licensing proceedings should govern whether material provides a sufficient basis for a carrier to be on notice of vulnerabilities in its measures to discover and protect against unauthorized disclosures of CPNI.[[184]](#footnote-186) Nothing in the *2007 CPNI Order* that adopted section 64.2010(a) of the Commission’s rules suggests that the reasonableness standard was intended to be interpreted based on those other legal frameworks. Indeed, newspaper articles were among the sources of evidence relied upon by the Commission in that proceeding.[[185]](#footnote-187) The case for T-Mobile’s ability to ignore the May 2018 *New York Times* article despite its obligations under section 64.2010(a) to discover and protect against breaches is especially weak here, where the *New York Times* article was based in part on charges filed against Hutcheson in state and federal court.[[186]](#footnote-188)
8. Although T-Mobile worked towards implementing an enhanced notice and consent mechanism, this mechanism was never deployed.[[187]](#footnote-189) According to T-Mobile, the mechanism was never deployed because the Aggregators were unable to create the platform T-Mobile’s approach would have relied upon, and T-Mobile “could not readily develop a process to obtain customer authorization directly from its customers.”[[188]](#footnote-190) But the mere fact that T-Mobile was working on new processes is not sufficient to satisfy its obligation to “take reasonable measures to discover and protect against attempts to gain unauthorized access to CPNI.”[[189]](#footnote-191) Until the new measures actually are in place, they cannot enable a carrier to “discover and protect against” the harms that are the target of that rule—and thus, they cannot be relied upon to satisfy that rule. Nor does the time and effort involved in T-Mobile’s work on new processes render the procedures that remained in place in the meantime “reasonable” under that rule, given their glaring weaknesses. Thus after considering all of the data security measures that T-Mobile implemented in response to the Securus disclosure[[190]](#footnote-192) we conclude that these measures were inadequate.
9. T-Mobile further argues that the Commission fails to appropriately account for the fact that the LBS providers “were offering valuable services.”[[191]](#footnote-193) We disagree. The issue here is not whether there are any beneficial services offered by LBS providers, but whether T-Mobile reasonably protected its customers’ location information. The decision to continue operating under its faulty safeguards after the Securus/Hutcheson breach came to light is all the more dubious given that it was preceded by the LocateUrCell incident, that apparently also “involved a location-based service provider customer of LocationSmart that had been authorized to access T-Mobile customer location information misusing that access to obtain the information for a different purpose, contrary to its approved use case, without customer consent, and without T-Mobile’s knowledge or approval.”[[192]](#footnote-194) And there is no question of the risks that remained in T-Mobile’s measures after the May 2018 *New York Times* article, given the subsequent MicroBilt breach, as discussed in the *NAL*.[[193]](#footnote-195) As already noted in paragraph 49 and note 171, above, because of the sensitive personal information involved, the risks were grave, particularly because T-Mobile demonstrably did not have a reliable way of confirming customer consent.
10. The *NAL* listed numerous steps that could have been taken to squarely address the proven vulnerability, up to and including deploying enhanced measures to verify consumer consent (even directly verifying consumer consent) and shutting down the LBS program.[[194]](#footnote-196) T-Mobile contends that the option identified in the *NAL* of learning the full scope of the breach is at odds with the suggestion that providers should have acted within 30 days, but T-Mobile offers no explanation of why that would be the case.[[195]](#footnote-197) It also contends that the Commission has not adequately explained why the investigatory efforts that T-Mobile did undertake were inadequate.[[196]](#footnote-198) But insofar as those efforts involve T-Mobile’s review of a risk assessment that was commissioned and initiated before it became aware of the Securus breach,[[197]](#footnote-199) the details of which it also has not disclosed,[[198]](#footnote-200) we are not persuaded that they were likely to—or did—meaningfully illuminate the steps T-Mobile needed to take in response to the specific vulnerabilities laid bare by the Securus and Hutcheson breaches. Nor are we persuaded of the adequacy of discussions that T-Mobile states that it had with Securus, given evidence that T-Mobile was unable to get Securus to cooperate fully in its investigations.[[199]](#footnote-201) We also are unpersuaded by T-Mobile’s argument that it was not a potentially viable option for it to expeditiously implement enhanced measures to verify consent, such as a direct verification system.[[200]](#footnote-202) The grounds for that claim are not demonstrated by the document it cites regarding its efforts to implement a direct consent verification system.[[201]](#footnote-203) This is underscored by T-Mobile’s decision to continue its LBS program and only eventually (and belatedly) expedited cutting off services, and even then it reserved “services such as roadside assistance and medical-alert services” until the end.[[202]](#footnote-204) T-Mobile could have decided to cut off the other services from the start, which would appear to have made the task of taking on direct verification much more discrete and manageable. But ultimately, as the *NAL* observes, “the surest safeguard to protect its customers’ CPNI would have been for T-Mobile to expeditiously terminate its location-based service program.”[[203]](#footnote-205)
11. Rather than taking definitive steps to remedy the obvious LBS program issues, T-Mobile instead took piecemeal steps. Moreover, the steps T-Mobile took did not rectify the systemic vulnerabilities at the heart of its LBS program—including relying on third parties to obtain customer consent for the disclosure of location information and failing to verify the validity of that consent.
12. T-Mobile’s attempts to characterize the Commission as relying on a strict liability-type approach fall short, as well.[[204]](#footnote-206) Section 64.2010 of the rules requires only reasonable measures—not perfect ones—but that is not enough to help T-Mobile here. Contrary to T-Mobile’s suggestion, this is not a situation where the Commission is relying on 20/20 hindsight after a breach to find a violation of section 64.2010(a) of the rules based on any shortcoming in a carrier’s measures, no matter how small, that results in a strict liability approach which is contrary to the reasonableness standard reflected in that rule.[[205]](#footnote-207) Rather, we have carefully examined T-Mobile’s procedures, including the fundamental flaws in those safeguards, such as the fact that across two Aggregators and three different LBS providers (LocateUrCell, Securus, and MicroBilt) T-Mobile was “unable to differentiate requests for customer location information that were made for purposes authorized by T-Mobile from those that were not.”[[206]](#footnote-208) Our assessment under section 64.2010(a) thus is a straightforward evaluation of reasonableness, consistent with the text of the rule.
13. We also reject T-Mobile’s arguments regarding the validity of its use of an approach that relied in part on implicit consent. Section 222(c)(1) provides in pertinent part that, absent one of the exceptions specified in that provision, a carrier may not “use, disclose, or permit access to individually identifiable” CPNI “[e]xcept . . . with the approval of the customer.”[[207]](#footnote-209) Section 64.2007(b) of the Commission’s rules specifies what customer approval is required to comply with section 222(c)(1).[[208]](#footnote-210) In particular, where customer approval is required, it generally must take the form of “opt-in approval” unless the carrier is using individually identifiable CPNI “for the purpose of marketing communications-related services to that customer” or is “disclos[ing] its customer's individually identifiable CPNI, for the purpose of marketing communications-related services to that customer, to its agents and its affiliates that provide communications-related services.”[[209]](#footnote-211) Because the location information at issue here does not fall within the scenarios where opt-out customer approval is allowed, as explained in the *NAL* opt-in approval is required here under section 64.2007(b) of the Commission’s rules.[[210]](#footnote-212) And as the *NAL* also explained, “[p]ursuant to our rules, opt-in consent means that the customer has given ‘affirmative, express consent’ after being given appropriate notice of the carrier’s request.”[[211]](#footnote-213) This does not allow for the use of implicit consent.
14. Commission precedent reinforces our understanding that implicit consent is not a valid option for obtaining opt-in consent. Where the Commission has referred to the notion of implicit or implied consent in connection with CPNI, it has done so in contexts that are very distinct from opt-in approval processes. In some cases, the Commission has referred to consent as implicit or implied where it is addressing the scope of provisions in section 222(c)(1) identifying situations where customer approval is *not* required. In that context, the Commission has stated, for example, that “the language of section 222(c)(1)(A) and (B) reflects Congress’ judgment that customer approval for carriers to use, disclose, and permit access to CPNI can be *inferred* in the context of an existing customer-carrier relationship” insofar as those provisions are concerned.[[212]](#footnote-214) Where the Commission referred to implicit or implied approval in connection with a customer approval process, it did so in connection with opt-out—rather than opt-in—approval.[[213]](#footnote-215) Thus, Commission precedent supports our view that implicit approval is not consistent with the Commission’s requirement of opt-in approval under section 64.2007(b) of the rules.
15. Section 222(f) of the Act likewise supports this conclusion. As the Commission explained in the *NAL*, “[i]n the Wireless Communications and Public Safety Act of 1999, Congress amended section 222 to expressly allow carriers to provide call location information to 911 call centers, to expressly include location information in the definition of CPNI, and to require a user’s express prior authorization before location information could be used for commercial purposes.”[[214]](#footnote-216) Among those amendments was the enactment of section 222(f)(1), which, as relevant here, specifies that “[f]or purposes of subsection (c)(1) [of section 222], without the express prior authorization of the customer, a customer shall not be considered to have approved the use or disclosure of or access to” call location information (as subset of CPNI location information).[[215]](#footnote-217) Section 222(f)(1) requires that customer authorization be both “express” and “prior,” and thus narrows the scope of customer authorization that can permissibly serve as a prerequisite for a carrier’s use, disclosure, or permitting access to call location information under section 222(c)(1). As explained in the *NAL*, although the Commission did not initially adopt rules to implement the newly-enacted section 222(f), it “found that section 222(f)’s requirement of ‘express prior authorization’ left ‘no doubt that a customer must explicitly articulate approval before a carrier can use that customer’s location information.’”[[216]](#footnote-218) Further, as the *NAL* observed, “[f]ive years later, the Commission found that the provisions of section 222, without implementing regulations, were inadequate to protect consumers—hence the adoption of new rules in the *2007 CPNI Order*. And nothing in that order suggests that the Commission intended to carve out location-based CPNI (let alone the ‘call location information’ discussed in section 222(f)) from those protections” based on the 2002 decision that rules had not been needed at that time.[[217]](#footnote-219) In sum, whether under the Commission’s rules or the Commission’s interpretation of section 222(f) itself, explicit consent is required for the use, disclosure, and provision of access to call location information under section 222(f).
16. We are unpersuaded by T-Mobile’s efforts to justify its interpretation of its obligations under section 222 of the Act and the Commission’s implementing rules by drawing from sources outside that legal framework. For example, T-Mobile cites 2012 recommendations from the FTC regarding privacy.[[218]](#footnote-220) Not only is the FTC’s legal regime governing privacy distinct from that applicable to CPNI,[[219]](#footnote-221) but the 2012 recommendations did not even purport to describe the state of existing law. Instead, the 2012 recommendations were “intended to articulate best practices” that “can be useful to companies as they develop and maintain processes and systems to operationalize privacy and data security practices within their businesses,” to “assist Congress as it considers privacy legislation,” and “[t]o the extent the framework goes beyond existing legal requirements, the framework is not intended to serve as a template for law enforcement actions or regulations under laws currently enforced by the FTC.”[[220]](#footnote-222) Whatever the possible pros and cons of those principles as a policy matter (at least in the marketplace as it existed in 2012), we do not find them instructive in interpreting the language of section 222 of the Act and the Commission’s implementing rules.
17. We also reject T-Mobile’s attempts to defend its reliance on implicit consent based on “the CTIA LBS Guidelines and industry practice.”[[221]](#footnote-223) Even beyond the fact that those are not binding on the Commission’s interpretation of section 222 of the Act and the implementing rules, T-Mobile cites nothing in support of its claim regarding “industry practice” regarding the CTIA Guidelines themselves.[[222]](#footnote-224) Furthermore, as already explained, those guidelines “focus on best practices for notice and consent by location-based service providers.”[[223]](#footnote-225) Where the carrier’s CPNI is at issue, the carrier bears the responsibility of ensuring compliance with its obligations under section 222 of the Act and the Commission’s implementing rules before that CPNI is used or disclosed or access to it is permitted. The CTIA Guidelines do not speak to that question, and thus even by their terms do not address the legal question at issue here.[[224]](#footnote-226)
18. Further, T-Mobile cites three Commission decisions that T-Mobile alleges demonstrate that the Commission has allowed implicit consent as a way to satisfy the obligation of “prior express consent” under the Telephone Consumer Protection Act (TCPA).[[225]](#footnote-227) However, in one of those decisions the Commission was focused on assessing the *scope* of prior express consent—as opposed to determining whether prior express consent had been provided in the first instance (which would be more analogous to the operative question here).[[226]](#footnote-228) The remaining two decisions turn on the Commission’s analysis in the *1992 TCPA Order*.[[227]](#footnote-229) That analysis turned entirely on the Commission’s assessment of the legislative history of the TCPA, thus further undercutting any grounds to rely on it by analogy in this distinct legal context.[[228]](#footnote-230)
19. As discussed in the *NAL*, moreover, even under T-Mobile’s theory that implicit consent can be permissible, there were many practical problems that plagued in any implementation of such an approach in its LBS program. Consistent with the *NAL*, we are unpersuaded that “a location-based service provider could comply with T-Mobile’s alleged requirement that each provider ‘produce a clear visual depiction’ of an implicit ‘consent capture process.’”[[229]](#footnote-231) As also explained in the *NAL*, the legal regime governing CPNI requires that consent occur only after notice is provided to the consumer.[[230]](#footnote-232) Several of these concerns are echoed in the Commission’s approach in the TCPA context. Namely, in concluding that “persons who knowingly release their phone numbers have in effect given their invitation or permission to be called at the number which they have given, absent instructions to the contrary,” the Commission was careful to distinguish that scenario from one where “a caller’s number is ‘captured’ by a Caller ID or an ANI device without notice to the residential telephone subscriber.”[[231]](#footnote-233) Whether or not one could characterize the Commission’s approach in the TCPA context as relying on “implicit” or “implied” consent in some manner,[[232]](#footnote-234) the context distinguishes it sharply from the regime governing disclosure of CPNI. In the *1992 TCPA Order*, the Commission approved calls in a scenario where the consumers provided their phone numbers with a chance to provide “instructions to the contrary” and where the consumer, by virtue of some explicit, volitional action, would have notice that they were opening themselves up to calls at the number they provided. We find those characteristics lacking in T-Mobile’s approach here, particularly insofar as vulnerabilities like the Securus and Hutcheson breaches are concerned. Thus, even if we were to give some weight to the Commission’s TCPA precedent in this context, it simply reinforces our assessment, consistent with the *NAL*, that T-Mobile’s reliance on implicit consent in its LBS program was unreasonable even under T-Mobile’s own views regarding the permissibility of implicit consent as a theoretical matter.

### T-Mobile Bore the Burden of Production

1. As an initial matter, the Commission notes that for the reasons discussed above and the analysis contained in the *NAL*, the preponderance of the evidence shows that T-Mobile did not use reasonable safeguards throughout the period of the violation.[[233]](#footnote-235) As such, while the *NAL* discussed T-Mobile’s burden of production to demonstrate that its protection of customer CPNI was reasonable,[[234]](#footnote-236) that burden-shifting is not necessary given the preponderance of the evidence. Nonetheless, even if unnecessary to prove T-Mobile’s violations in this matter, the *NAL* properly shifted the burden of production to T-Mobile.
2. *First*, as the *NAL* explained[[235]](#footnote-237) and consistent with the *2007 CPNI Order*, where there is evidence of an unauthorized disclosure, the Commission will infer from that evidence that a carrier’s practices were unreasonable unless the carrier offers evidence demonstrating that its practices were reasonable.[[236]](#footnote-238) In the *NAL*, the Commission found that T-Mobile failed to demonstrate that its safeguards were reasonable following the disclosure of Securus’s unauthorized location-finding service in May 2018.[[237]](#footnote-239)
3. T-Mobile acknowledges that the *NAL* based its approach on the *2007 CPNI Order*,[[238]](#footnote-240) explaining that “where an unauthorized disclosure has occurred . . . the responsible carrier then shoulders the burden of proving the reasonableness of its measures to protect consumer data.”[[239]](#footnote-241) However, T-Mobile is incorrect when it asserts that the *2007 CPNI Order* cannot support the burden-shifting approach in cases outside of the pretexting context.[[240]](#footnote-242) The *2007 CPNI Order* afforded adequate notice of the application of burden-shifting in this case. The order did not expressly limit burden-shifting to the pretexting context, instead applying more broadly to unauthorized disclosures of CPNI.[[241]](#footnote-243) The rationale applies with equal force to the kind of disclosure at issue here, where a fundamental issue is whether T-Mobile had reasonable measures to ensure that its customers had in fact consented to the disclosure of their CPNI. Indeed, the breach in the instant case is analogous to pretexting in that it involved fraud in order to obtain access to CPNI.[[242]](#footnote-244) Broadly, in relation to Securus’s entire unauthorized location-finding service, Securus used the pretext that it was requesting location information from T-Mobile for its approved use case and that it had explicit customer opt-in consent for the disclosure. Likewise, Hutcheson used the pretext that he had legal authorization or consumer consent when requesting location information from Securus.[[243]](#footnote-245) Therefore, applying the burden-shifting to this case is appropriate even to the extent that the disclosures here could be said not to have been pretexting of the same form described in the *2007 CPNI Order*.
4. *Second*, T-Mobile recognizes that an evidentiary presumption is valid if the circumstances (here, a breach of CPNI) giving rise to that presumption make it more likely than not that the presumed fact (here, that CPNI safeguards were unreasonable) exists.[[244]](#footnote-246) The Commission finds that the unauthorized disclosure in this case gave rise to a rebuttable presumption that T-Mobile did not reasonably protect customer location information from unlawful access.[[245]](#footnote-247) As already discussed, the entire Securus location-finding program was based upon unauthorized disclosures. Though the disclosures to Hutcheson were particularly egregious (given they were essentially doubly unauthorized), *all* of the Securus requests made under the false guise of the approved use case and T-Mobile’s resultant disclosures of consumer location information were unauthorized. T-Mobile’s existing safeguards and oversight failed to notice and (absent the *New York Times* article) may have never realized that the unauthorized Securus location-finding program existed. Nonetheless, T-Mobile argues that the Commission cannot use the Securus and Hutcheson breaches to support shifting the burden of production to T-Mobile to provide evidence of the reasonableness of their post-May 2018 security practices.[[246]](#footnote-248) Specifically, T-Mobile asserts that because no provider can achieve perfection and the appropriate measures to employ can vary by carrier and circumstance, that undercuts the reasonableness of any burden shifting here.[[247]](#footnote-249) We disagree.
5. In the *NAL*, we found that T-Mobile apparently violated section 222(c) of the Act and section 64.2007(b) of our Rules in connection with its unauthorized disclosures of CPNI to Hutcheson.[[248]](#footnote-250) This is further bolstered by the Department of Justice’s case against Hutcheson.[[249]](#footnote-251) And though the Commission opted to admonish T-Mobile only for the unauthorized disclosures made to Hutcheson, it would have been appropriate to admonish T-Mobile for all the disclosures it made to Securus in relation to the unauthorized location-finding service.[[250]](#footnote-252) In the *NAL*, we clearly explained that, pursuant to section 217 of the Act,[[251]](#footnote-253) carriers cannot disclaim their obligations to protect customer CPNI by delegating those obligations to third parties.[[252]](#footnote-254) We reiterate here that “T-Mobile is not absolved from liability simply because it was not directly responsible for operating the programs under which unauthorized disclosures occurred.”[[253]](#footnote-255) And as the *NAL* explained, “[t]o the extent that the third parties were *not* acting on behalf of the carrier, the carrier itself would have provided those third parties with access to its customers’ CPNI without obtaining for themselves the approval required by section 222(c)(1)—thus violating federal law.”[[254]](#footnote-256) Further, section 222(c)(1) of the Act[[255]](#footnote-257) makes the responsibility for avoiding unauthorized disclosures a carrier obligation and prohibits use and disclosure except in certain narrow circumstances, without any reasonableness criterion. T-Mobile should, therefore, be able to justify any unauthorized disclosure. Given that multiple breaches occurred here and that the “reasonable measures” obligation is a *continuing* obligation, the Commission’s application of an evidentiary presumption based upon the disclosures involving Hutcheson and the imposition of a burden to produce evidence of reasonable protections during the later violations period was reasonable—particularly because, as discussed, those safeguards did not materially change in the interim timeframe.
6. The unauthorized disclosure at issue gave rise to a rebuttable presumption that T-Mobile did not adequately protect customer information from unlawful access. The burden of production then shifted to T-Mobile to offer evidence that it had reasonable safeguards in place.[[256]](#footnote-258)
7. Rather than taking reasonable steps to safeguard its customers’ location information after the Securus/Hutcheson disclosures were reported,[[257]](#footnote-259) T-Mobile placed its customers’ location information at continuing risk of unauthorized access through its failure to terminate its program or impose reasonable safeguards to protect its customers’ location information. For these reasons, we conclude that T-Mobile failed in its obligation under section 222 and our rules to have reasonable measures in place to discover and protect against attempts to gain unauthorized access to its customers’ CPNI.

## The Forfeiture Amount is Lawful and Consistent with FCC Precedent

1. After considering the evidence in the record, the relevant statutory factors, the Commission’s *Forfeiture Policy Statement*, and the arguments advanced by T-Mobile in the NAL Response, we find that T-Mobile is liable for a total forfeiture of $80,080,000 for its violations of section 222 of the Act and section 64.2010 of the Commission’s rules—a reduction of $11,550,000 from the $91,630,000 forfeiture proposed in the *NAL*.[[258]](#footnote-260) As explained in the *NAL*, this figure resulted from applying a base forfeiture of $40,000 for the first day of each such violation and a $2,500 forfeiture for the second and each successive day the violations continued (excluding the 30-day grace period granted by the Commission).[[259]](#footnote-261) The Commission found in the *NAL* that T-Mobile apparently engaged in 81 continuing violations—one for each ongoing relationship with a third-party LBS provider or aggregator that had access to T-Mobile customer location information more than 30 days after publication of the *New York Times* report—and that each violation continued until T-Mobile terminated the corresponding entity’s access to customer location information.[[260]](#footnote-262) Using this methodology, the Commission found T-Mobile apparently liable for a total base forfeiture of $52,360,000. Upon considering the nature of the violations and the risk of harm they posed to consumers, the Commission then applied a 75% upward adjustment to the base forfeiture amount, resulting in a total proposed forfeiture of $91,630,000.[[261]](#footnote-263)
2. T-Mobile challenges these forfeiture calculations with five principal arguments. *First*, T-Mobile argues that the *NAL* describes at most a single continuing violation, not a separate violation for each of the 81 entities participating in T-Mobile’s LBS program. As such, according to T-Mobile, the forfeiture exceeds the applicable statutory maximum.[[262]](#footnote-264) *Second*, T-Mobile contends that the forfeiture is disproportionate to the alleged violation, inconsistent with other forfeitures imposed by the Commission, and so excessive as to be unconstitutional.[[263]](#footnote-265) *Third*, T-Mobile argues that the proposed forfeiture is not in accordance with the Commission’s own *Forfeiture Policy Statement*.[[264]](#footnote-266) *Fourth*, T-Mobile challenges the Commission’s application of a 75% upward adjustment to the base forfeiture, disputing both the factors cited in calculating the upward adjustment and arguing that the Commission impermissibly cited to the same factors used for determining the base forfeiture amount.[[265]](#footnote-267) *Fifth* and finally, T-Mobile argues that even if the Commission could calculate the forfeiture based upon the number of LBS providers and how long they had access to customer location information, the proposed forfeiture relies upon incorrect facts and therefore is calculated incorrectly. Specifically, T-Mobile asserts that the NAL overcounted the number of LBS program participants by listing several duplicate entities. T-Mobile also states that it terminated certain LBS providers’ access to customer location information prior to the two termination dates listed in the *NAL*.[[266]](#footnote-268)
3. As we discuss below, to account for additional information provided by T-Mobile about the number of participants in its LBs program and when it terminated those participants’ access to customer location information, we reduce the forfeiture proposed in the *NAL* by $11,550,000. However, we are not persuaded by any of T-Mobile’s other arguments and decline to cancel or further reduce the forfeiture proposed in the *NAL*.

### The Commission Reasonably Found that T-Mobile Engaged in 81 Continuing Violations

1. Section 503(b) of the Act authorizes the Commission to impose a forfeiture against T-Mobile of up to $204,892 for each day of a continuing violation, up to a statutory maximum of $2,048,915 “for any single act or failure to act.”[[267]](#footnote-269) The Commission found that, because T-Mobile permitted 81 separate entities to access its customers’ location information in the apparent absence of reasonable safeguards, the Company engaged in 81 continuing violations of section 222 of the Act and section 64.2010 of the Commission’s rules. T-Mobile challenges this methodology, arguing that “[n]one of the 81 entities included in this calculation was accused of misappropriating data” and that to the extent T-Mobile violated section 64.2010 by allowing them to continue operating, it “did not have any reason or occasion to make 81 separate decisions.”[[268]](#footnote-270) T-Mobile therefore asserts that there could have been at most one continuing violation (subject to the $2,048,915 penalty cap) and the *NAL*’s finding of 81 separate continuing violations (one for each LBS provider or Aggregator) constitutes an impermissible attempt to circumvent the statutory maximum.[[269]](#footnote-271)
2. We reject this argument. Neither section 503(b) nor the forfeiture guidelines in section 1.80 of the Commission’s rules speak to the application of the phrase “single act or failure to act,” or otherwise to the calculation of the number of violations, in the CPNI or data security context.[[270]](#footnote-272) Moreover, in calculating a proposed penalty under section 222, the Commission previously applied a methodology under which a systemic failure to protect customer information constituted significantly more than a single violation. In *TerraCom*, the Commission stated that “[e]ach document containing [proprietary information] that the Companies failed to protect constitutes a separate violation for which a forfeiture may be assessed.”[[271]](#footnote-273) The Commission further observed that “[e]ach unprotected document constitutes a continuing violation that occurred on each of the 81 days [until] the date that the Companies remedied the failure . . . .” [[272]](#footnote-274)
3. The Commission in *TerraCom* elected to ground its forfeiture calculation in the number of unprotected documents (which it “conservatively estimate[ed]” as more than 300,000),[[273]](#footnote-275) but that approach was not mandated under section 503, section 222, or the Commission’s rules. Similarly, in this case, the Commission reasonably exercised its authority to find that each unique relationship between T-Mobile and an LBS provider or aggregator represented a distinct failure to reasonably protect customer CPNI and therefore a separate violation of section 222 of the Act and section 64.2010 of the Commission’s rules. Each such relationship relied upon a distinct and unique contractual chain (from T-Mobile to the Aggregator, then from the Aggregator to the LBS provider) and was premised to involve a specific, individually-approved “Use Case” that had been reviewed and authorized by T-Mobile. Treating these separate channels for the disclosure of location information—each of which, although unique, suffered from the same fundamental vulnerabilities discussed in the *NAL* and above—as separate violations was thus rational and properly within the Commission’s discretion.
4. The approach taken in the *NAL* was not only reasonable, it was—contrary to T-Mobile’s claim that it exceeded the statutory maximum—eminently *conservative*. As described in the *NAL*, T-Mobile’s practices placed the sensitive location information of *all* of its customers at unreasonable risk of unauthorized disclosure. As such, the Commission could well have chosen to look to the total number of T-Mobile subscribers when determining the number of violations (and under that analysis, the violations presumably would have continued until the very last LBS provider’s access to customer location information was cut off).[[274]](#footnote-276) Using that methodology—and taking into account the tens of millions of consumers whose highly sensitive location information was made vulnerable by T-Mobile—would have resulted in a significantly higher forfeiture than what was proposed in the *NAL*.
5. Furthermore, even under the framework applied in the *NAL*, the Commission could have calculated the proposed forfeiture based upon every single entity with access to T-Mobile customer location information up to the statutory maximum ($204,892 per day up to $2,048,915 for each and every LBS provider). That would have resulted in a far higher fine than the approach that was taken (applying a $40,000 forfeiture for the first day of the violation and a $2,500 forfeiture for each successive day the violation continued). Instead, the Commission took a conservative approach, giving T-Mobile a 30-day grace period with no fines assessed, limiting the number of continuing violations to every day that each related LBS provider operated in the apparent absence of reasonable measures to protect CPNI and therefore left T-Mobile customers’ CPNI vulnerable to unlawful disclosure, and assessing a far lower fine per day for the continuing violations than it could have. This approach recognized the Commission’s need to show that such violations are serious and ensured the proposed forfeiture amounts act as a powerful deterrent for future failures to reasonably protect CPNI.
6. We also reject any claim that T-Mobile’s due process rights were violated because it lacked fair notice that its LBS practices would potentially make it liable for a penalty in excess of the $2,048,915 statutory maximum for a single continuing violation. Consistent with our earlier discussion of T-Mobile’s fair notice claims,[[275]](#footnote-277) we find that this argument lacks merit. Customer location information is CPNI that is subject to protection under section 222 of the Act and section 64.2010 of the Commission’s rules. T-Mobile knew, or should have known, that failing to reasonably protect CPNI carries with it significant potential penalties that may be associated with more than one violation. Indeed, the Commission has in the past proposed penalties for what could be viewed as a system-wide violation on a more granular basis that would yield higher penalties that would result from treating the violation as a single continuing violation.[[276]](#footnote-278) Independently, we observe that the penalties at issue here are governed by section 503 of the Act, with which we fully comply in our decision.[[277]](#footnote-279) As the D.C. Circuit has recognized, where a statute specifies maximum penalties, the statute itself provides fair notice of all penalties within that limit.[[278]](#footnote-280)

### The Forfeiture is not Excessive, Disproportionate, or Unconstitutional

1. T-Mobile contends that the proposed forfeiture “is grossly disproportionate to the conduct at issue and reflects a startling departure from prior forfeitures.”[[279]](#footnote-281) T-Mobile points to other significant forfeitures proposed or levied by the Commission—such as the $120 million and $82.1 forfeitures imposed in the *Abramovich* and *Roesel* spoofed illegal robocall cases—and notes that they generally involved fraud, efforts to mislead consumers, intent to harm consumers, and the reaping of financial benefits from unlawful conduct.[[280]](#footnote-282) T-Mobile maintains that, by contrast, it did not engage in behavior “even *remotely approaching* the malfeasance present in these matters” and its conduct did not result in any comparable harm.[[281]](#footnote-283)
2. T-Mobile may not have engaged in fraud or otherwise sought to mislead or harm consumers, but that does not mean that its actions in this case were not egregious or worthy of a significant monetary penalty. As stated in the NAL, “even after highly publicized incidents put the Company on notice that its safeguards for protecting customer location information were inadequate, T-Mobile apparently continued to sell access to its customers’ location information for the better part of a year without putting in place reasonable safeguards—leaving its customers’ data at unreasonable risk of unauthorized disclosure.”[[282]](#footnote-284) As further explained in the *NAL*, the potential exposure of their location information put those customers “at significant risk of harm—physical, economic, or psychological.”[[283]](#footnote-285)
3. The base forfeiture amounts selected in the NAL properly took these risks to T-Mobile’s customers into account. Moreover, they reflected the Commission’s careful consideration of the relevant statutory factors. Section 503 of the Act requires the Commission to “. . . take into account the nature, circumstances, extent, and gravity of the violation and, with respect to the violator, the degree of culpability, any history of prior offenses, ability to pay, and such other matters as justice may require.”[[284]](#footnote-286) The plain language of the statute provides the Commission with broad discretion to assess proposed penalties based on the statutory factors, up to the statutory maximum.
4. In selecting the base forfeitures that it did, the Commission explained that the chosen amounts “(1) . . . provide a meaningful distinction between the violations in this case and those of other cases involving less egregious facts; and (2) . . . provide consistency with other consumer protection cases involving serious harm to consumers.”[[285]](#footnote-287) The Commission also found that “this base forfeiture appropriately deters wrongful conduct and reflects the increased risk consumers face when their information is not secured in a timely manner.” [[286]](#footnote-288) Given the broad discretion afforded to the Commission under section 503, as well as the *NAL*’s examination of how the relevant statutory factors intersected with the facts of this case, we reject T-Mobile’s claim that the forfeiture amount is excessive or disproportionate.
5. We also reject T-Mobile’s argument that the proposed forfeiture is “so grossly excessive” as to violate basic principles of due process and the Eight Amendment’s prohibition against excessive fines.[[287]](#footnote-289) In evaluating a claim that a forfeiture is excessive under the Eighth Amendment, one especially probative factor is whether the fine is within the prescribed statutory maximum for the underlying offense.[[288]](#footnote-290) Here, as discussed, the forfeiture falls well below the statutory limit.[[289]](#footnote-291) Further, T-Mobile, as a telecommunications carrier, falls squarely within the class of entities section 222 of the Act and the Commission’s implemented rules was designed to address.[[290]](#footnote-292) And as discussed in this section,[[291]](#footnote-293) the nature of the harm from T-Mobile’s conduct was very serious notwithstanding T-Mobile’s attempts to claim otherwise.[[292]](#footnote-294) Thus, we find there is no merit to T-Mobile’s challenge to the constitutionality of the forfeiture amount.

### The Forfeiture Comports with the Commission’s *Forfeiture Policy Statement*

1. T-Mobile also claims the proposed base forfeiture amount is “wildly inconsistent” with the Commission’s own rules.[[293]](#footnote-295) Specifically, T-Mobile cites to the Commission’s *Forfeiture Policy Statement[[294]](#footnote-296)* and section 1.80 of the Commission’s Rules[[295]](#footnote-297) (into which the terms of the *Forfeiture Policy Statement* were codified), which reserve the highest base penalty (the statutory maximum) for violations involving misrepresentation/lack of candor. According to T-Mobile, there is an unjustifiable discrepancy between that base forfeiture amount (approximately $200,000) and the base forfeitures proposed in the *NAL*, which T-Mobile calculates to be more than three times as much, or approximately $650,000.[[296]](#footnote-298) T-Mobile contends that, because its alleged violations were much less egregious than ones involving misrepresentation/lack of candor, it should be subject to lower base forfeiture amounts.
2. We disagree with T-Mobile’s reasoning and calculations. In drawing the distinction that it does, T-Mobile fails to compare apples to apples. Rather than the $204,892 statutory maximum for a single violation or each day of a continuing violation that is cited by T-Mobile, the relevant point of comparison is the $2,048,915 overall statutory maximum for any single act or failure to act involving a *continuing* violation. As explained in the *NAL*, the “violations in this case were continuing in nature, extending each day that the Company’s location-based services operated in the apparent absence of reasonable measures to protect CPNI.”[[297]](#footnote-299) Thus, even total base forfeitures of approximately $650,000 (as T-Mobile calculates the number) are well under the approximately $2 million statutory maximum that is applicable to each continuing violation in this case and that would potentially have been proposed, as the base forfeitures, if the violations had involved misrepresentation/lack of candor.

### The Upward Adjustment is Permissible and Warranted

1. T-Mobile argues that the Commission failed to properly justify the 75% upward adjustment to the forfeiture amount proposed in the *NAL.* T-Mobile contends that two of the factors cited by the Commission in connection with the upward adjustment—the 2017 LocateUrCell incident and T-Mobile’s acceptance of implied consent for certain LBS services—do not involve wrongful or egregious conduct and thus cannot rationally serve as aggravating factors.[[298]](#footnote-300) T-Mobile also claims that the third factor cited in the *NAL*—the duration of the violation and the risk of harm it posed to consumers—was already considered in setting the base forfeiture amount and therefore constitutes arbitrary double counting.[[299]](#footnote-301)
2. We reject these arguments and maintain the 75% upward adjustment proposed in the *NAL*. With regard to the upward adjustment, section 503 of the Act requires the Commission to “. . . take into account the nature, circumstances, extent, and gravity of the violation and, with respect to the violator, the degree of culpability, any history of prior offenses, ability to pay, and such other matters as justice may require.”[[300]](#footnote-302) The plain language of the statute provides the Commission with broad discretion to assess proposed penalties based on the statutory factors, up to the statutory maximum. Moreover, section 1.80 of the FCC’s rules provides a list of possible factors the Commission may use when making a determination to adjust upward or adjust downward the base forfeiture.[[301]](#footnote-303) These factors include, importantly, “egregious misconduct,” “substantial harm,” “repeated or continuous violation,” and “ability to pay/relative disincentive,” among others.[[302]](#footnote-304)
3. The Commission weighed these factors when making the determination that the base forfeiture in this case merited a substantial upward adjustment. T-Mobile’s conduct was egregious; the *NAL* detailed how T-Mobile failed to respond reasonably to the 2017 LocateUrCell incident and how it showed reckless disregard for CPNI requirements by relying on “implicit consent” for the disclosure of location information.[[303]](#footnote-305) Further, revelations in the press about Securus’s hidden location information program led to a public outcry and prompted inquiries from members of Congress concerned about carriers’ apparent lack of control over highly sensitive location information.[[304]](#footnote-306) Its failure to adequately protect CPNI for a protracted amount of time caused substantial harm by making it possible for “malicious persons to identify the exact locations of T-Mobile subscribers who belong to law enforcement, military, government, or other highly sensitive positions—thereby threatening national security and public safety”—a threat illustrated by reports that Hutcheson used location information to obtain the precise location of multiple Missouri State Highway Patrol officers on numerous occasions.[[305]](#footnote-307) The violations were continuous over an extended period of time and repeated with two Aggregators and multiple LBS providers. Finally, the Commission took into account T-Mobile’s status as a major telecommunications provider to determine what penalty, when applied, would adequately provide T-Mobile with the necessary disincentive to engage in similar conduct again in the future. These considerations, taken into account as the Commission lawfully exercised its statutory authority to weigh the relevant factors, justify the resulting upward adjustment. T-Mobile’s arguments to the contrary do not defeat Congress’s decision to grant the FCC the power to weigh the factors and make such adjustments “as justice may require.”[[306]](#footnote-308) Nor do T-Mobile’s arguments persuade us that the 75% upward adjustment, which is in line with upward adjustments in other cases involving consumer harms,[[307]](#footnote-309) was unwarranted.

### The Commission Will Reduce the Forfeiture Amount by $11,550,000

1. T-Mobile asserts that even if the Commission’s forfeiture methodology is permissible, the calculations in the *NAL* are based on incorrect facts. Specifically, for the 81 entities whose ongoing access to customer location information factored into the forfeiture amount, the *NAL* cites two separate termination dates (one for MicroBilt and the other for the remaining 80 entities).[[308]](#footnote-310) According to T-Mobile, many of the LBS program participants’ access to customer location information actually was terminated before the listed date.[[309]](#footnote-311) T-Mobile also claims that the number of LBS providers listed in the NAL (81) reflects duplicates of certain entities and the number of unique participants was in fact 73.[[310]](#footnote-312)
2. In developing the *NAL*, the Commission relied upon the information furnished to it by T-Mobile, including a listing of LBS program participants and when their access to customer location information was terminated, and reasonably expected that information to be accurate and complete.[[311]](#footnote-313) Nonetheless, in light of the additional details provided by T-Mobile in the NAL Response, we now exercise our discretion to reduce the forfeiture amount to reflect the correct number of continuing violations and the length of time those violations continued.
3. Based upon the information provided by T-Mobile, we reduce the base forfeiture by $6,600,000, from $52,360,000 to $45,760,000. This reduction reflects both the double-counting of eight entities in the original *NAL*, as well as the termination datesof certain LBS program participants’ access to T-Mobile customer location information. We continue to apply a 75% upward adjustment, or $34,320,000, resulting in a new total forfeiture of $80,080,000 (a reduction of $11,550,000 from the $91,630,000 proposed in the *NAL*).

## Section 503(b) Is Employed Here Consistent With the Constitution

1. We reject T-Mobile’s supplemental constitutional objections that: (1) the FCC combines investigatory, prosecutorial, and adjudicative roles in violation of constitutional due process and separation of powers requirements;[[312]](#footnote-314) (2) the issuance of a forfeiture order by the Commission would violate Article III and the Seventh Amendment;[[313]](#footnote-315) and (3) the Commission’s ability to choose a procedural approach to enforcement under section 503(b) of the Act is an unconstitutional delegation of legislative power.[[314]](#footnote-316) T-Mobile’s arguments are premised on misunderstandings regarding the relevant statutory framework, the nature of the Commission’s actions, and relevant precedent.
2. As a threshold matter, T-Mobile neglects key aspects of the statutorily-mandated enforcement process applicable here. Pursuant to section 504 of the Act, after the Commission issues a forfeiture order, T-Mobile is entitled to a trial *de novo* in federal district court before it can be required to pay the forfeiture.[[315]](#footnote-317) T-Mobile’s objection to the combination of investigatory, prosecutorial, and adjudicative roles in the FCC ignores that statutory entitlement to a trial *de novo* in federal district court to ultimately adjudicate its obligation to pay a forfeiture.[[316]](#footnote-318) Likewise, T-Mobile’s claim that a forfeiture order issued under section 503(b) of the Act does not provide it a decision by an Article III court, including via a trial by jury, ignores T-Mobile’s statutory right to a trial *de novo* before it can be required to pay the forfeiture.[[317]](#footnote-319) The statutory right to a trial *de novo* provided for by section 504 of the Act is itself sufficient grounds to reject those two constitutional claims.
3. Independently, there are sufficient grounds to reject T-Mobile’s arguments for other reasons, as well. We discuss each of these in turn below.
4. *Combination of Functions.* With respect to T-Mobile’s claimed due process violation,[[318]](#footnote-320) T-Mobile fails to demonstrate sufficient grounds for concluding that a combination of functions in the Commission’s enforcement process here renders it constitutionally suspect, even apart from T-Mobile’s failure to account for the trial *de novo* under section 504 of the Act. It is true that “a ‘fair trial in a fair tribunal is a basic requirement of due process,’” but objections in that regard premised on the combination of functions in an agency “must overcome a presumption of honesty and integrity in those serving as adjudicators.”[[319]](#footnote-321) To overcome that presumption requires “a showing of conflict of interest or some other specific reason for disqualification.”[[320]](#footnote-322)
5. T-Mobile fails to demonstrate a concern specific to the Commission’s forfeiture order here sufficient to overcome the presumption of honesty and integrity. Insofar as T-Mobile notes the existence of pending due process claims premised on the combination of functions involving another agency, we are not persuaded to treat those still-pending unadjudicated arguments as warranting the conclusion that there is a genuine due process concern here.[[321]](#footnote-323)
6. T-Mobile also expresses concern that “the Commission performed its own investigations of alleged violations of the Communications Act (based on newspaper articles), prosecuted them by issuing NALs, and plans to resolve any challenges to these NALs itself by imposing forfeitures directly.”[[322]](#footnote-324) But these broad-brush objections do not identify specific reasons that a reasonable adjudicator in the Commission’s position would be biased in this proceeding—certainly not one sufficient to overcome the background presumption of honesty and integrity on the part of agency adjudicators. To the contrary, finding a due process violation based simply on those concerns would, in large part, turn that background presumption on its head by a requiring a presumption of bias whenever the Commission issued an NAL. Such an understanding would be at odds with the range of scenarios where courts have found no due process concerns with adjudication by individuals despite earlier involvement in a matter.[[323]](#footnote-325)
7. Nor do the “[s]pecial facts and circumstances” that T-Mobile alleges are present persuade us that due process concerns are present here.[[324]](#footnote-326) T-Mobile criticizes the magnitude of the proposed forfeiture and the methodology used to calculate them as reflecting a “break from precedent and policy,” that “reflects animosity toward the parties and an unwillingness to neutrally consider the legal and factual arguments that [T-Mobile] raised.”[[325]](#footnote-327) The potential to adopt forfeitures—even substantial forfeitures—that would be paid into the U.S. Treasury does not create a risk of financial bias on the part of reasonable adjudicators in the Commission’s position.[[326]](#footnote-328) We also are not persuaded that the Commission’s decision to issue an NAL proposing even a significant forfeiture is likely to create the risk of bias in the Commission’s subsequent decision regarding a forfeiture order. Although the Supreme Court has stated in the context of criminal prosecutions that “there is an impermissible risk of actual bias when a judge earlier had significant, personal involvement as a prosecutor in a critical decision regarding the defendant’s case,” we find even a significant proposed forfeiture materially distinguishable from the imposition of criminal penalties—particularly the death penalty.[[327]](#footnote-329) For example, we are not persuaded that the Commission’s decision to propose a forfeiture in an NAL creates the same degree of risk of an adjudicator becoming “psychologically wedded” to that proposal as in the case of a prosecutor’s decision to authorize prosecutors to seek the death penalty, nor does T-Mobile provide evidence that is the case here.[[328]](#footnote-330) We also do not find that the NAL-initiated enforcement process presents the risk of adjudicators acting on the basis of extra-record information or impressions of the respondent that the Court found of concern in the case of a criminal prosecutor then serving as a judge.[[329]](#footnote-331) In particular, section 503(b) requires a Commission NAL to “set forth the nature of the act or omission charged . . . and the facts upon which such charge is based,”[[330]](#footnote-332) and T-Mobile has not identified concerns about the decision here being premised on extra-record evidence obtained by the Commission or commissioners in the development of the *NAL*.
8. Instead, the “[s]pecial facts and circumstances” raised by T-Mobile amount to little more than differences of opinion regarding legal interpretations or the gravity of the violations.[[331]](#footnote-333) We are not persuaded that such differences of opinion—which can arise in virtually every Commission enforcement action—inherently provide any reason to question the Commission’s neutrality as an adjudicator. The main thrust of T-Mobile’s argument seems to be that “the penalties would be among the largest in the Commission’s history and impose penalty amounts typically reserved for fraud or deliberate misconduct” in what T-Mobile characterizes as a “break from precedent and policy.”[[332]](#footnote-334) But T-Mobile provides no basis to expect that only fraud or deliberate misconduct can justify penalties of the magnitude at issue here, and we already have explained our rationale for both the methodology for calculating the forfeiture and its ultimate magnitude.[[333]](#footnote-335) Both the Communications Act and Commission rules direct the agency, when deciding on a forfeiture amount, to “take into account the nature, circumstances, extent, and gravity of the violation and, with respect to the violator, the degree of culpability, any history of prior offenses, ability to pay, and such other matters as justice may require,” and that is precisely what the Commission did here.[[334]](#footnote-336) It is not surprising that the private company that potentially will be subject to a forfeiture might assess the nature and gravity of its violations differently than the Commission, but those differing views are not grounds for finding a likelihood of bias on the part of the Commission. We thus reject T-Mobile’s claims of a due process violation through our implementation of the section 503(b) NAL-based process here.
9. *Trial By Jury.* We also reject T-Mobile’s contention that adjudication of the violations at issue here may not constitutionally be assigned to a federal agency.[[335]](#footnote-337) The Seventh Amendment preserves “the right of trial by jury” in “Suits at common law, where the value in controversy shall exceed twenty dollars,”[[336]](#footnote-338) but the Seventh Amendment applies only to suits litigated in Article III courts, not to administrative adjudications conducted by federal agencies.[[337]](#footnote-339) In determining whether an adjudication involves an exercise of judicial power vested in the federal courts under Article III of the constitution, the Supreme Court has distinguished between “public rights” and “private rights.”[[338]](#footnote-340) Congress has broad authority to “assign adjudication of public rights to entities other than Article III courts.”[[339]](#footnote-341) Examples of “public rights” litigation involving “cases in which the Government sues in its sovereign capacity to enforce public rights created by statutes within the power of Congress to enact” include enforcement of federal workplace safety requirements,[[340]](#footnote-342) “adjudicating violations of the customs and immigration laws and assessing penalties based thereon,”[[341]](#footnote-343) adjudicating “whether an unfair labor practice had been committed and of ordering backpay where appropriate,”[[342]](#footnote-344) and the grant or reconsideration of a grant of a patent.[[343]](#footnote-345) That precedent confirms the constitutionality validity of FCC adjudication of violations of the Communications Act, even setting aside the reality that T-Mobile does, in fact, have the right of a trial *de novo* under section 504 of the Act here. Through section 222 of the Communications Act, Congress “created new statutory obligations”[[344]](#footnote-346) designed to protect consumer privacy even as the communications marketplace became more open to competition,[[345]](#footnote-347) analogous to those previously identified as involving public rights. Congress further “provided for civil penalties” for violations of those obligations, and constitutionally could entrust to the Commission “the function of deciding whether a violation has in fact occurred” when deciding whether to issue a forfeiture order, bringing it well within the “public rights” framework of existing Supreme Court precedent.[[346]](#footnote-348)
10. Relying principally on the Supreme Court’s decision in *Tull v. United States* and the Fifth Circuit’s decision in *Jarkesy*, T-Mobile contends that the forfeiture at issue here should fall within the “private rights” framework—requiring adjudication in an Article III court, with the right to a trial by jury—because the violations allegedly are analogous to a common law action in debt.[[347]](#footnote-349) In *Tull*,the government was pursuing a claim in federal district court seeking penalties and an injunction under the Clean Water Act and the district court had denied the defendant’s request for a jury trial.[[348]](#footnote-350) But as the Supreme Court also has made clear, Congress can assign matters involving public rights to adjudication by an administrative agency “even if the Seventh Amendment would have required a jury where the adjudication of those rights is assigned to a federal court of law instead.”[[349]](#footnote-351) Thus, *Tull* does not address the question of whether Congress can assign the adjudication of a given matter to an administrative agency—it speaks only to the Seventh Amendment implications of a matter that is assigned to an Article III court. To the extent that the Fifth Circuit in *Jarkesy* treated *Tull* as standing for the proposition that causes of action analogous to common-law claims would, as a general matter, need to be adjudicated in Article III courts with a right to trial by jury, we are unpersuaded.[[350]](#footnote-352) As the Supreme Court has held in a post-*Tull* decision, “Congress may fashion causes of action that are closely analogous to common-law claims and place them beyond the ambit of the Seventh Amendment by assigning their resolution to a forum in which jury trials are unavailable.”[[351]](#footnote-353) We thus are unpersuaded by T-Mobile’s reliance on *Tull* and *Jarkesy*.[[352]](#footnote-354)
11. *Nondelegation*. Finally, contrary to T-Mobile’s contention,[[353]](#footnote-355) the choice of enforcement processes in section 503(b) of the Act does not constitute an unconstitutional delegation of legislative power. Section 503(b)(3) and (4) of the Act gives the Commission a choice of two procedural paths when pursuing forfeitures: either the NAL-based path most commonly employed by the Commission—which we have used here—or a formal adjudication in accordance with section 554 of the Administrative Procedure Act before the Commission or an administrative law judge.[[354]](#footnote-356) Contrary to T-Mobile’s suggestion, this choice involves the exercise not of legislative power but of executive power. The choice of enforcement process reflected in section 503(b) does not require the Commission to establish general rules governing private conduct of the sort that might implicate potential concerns about unauthorized lawmaking, but instead involves the exercise of enforcement discretion that is a classic executive power.[[355]](#footnote-357)
12. We also are unpersuaded by T-Mobile’s reliance on the Fifth Circuit decision in *Jarkesy* to support its nondelegation concerns. In addition to questions about the merits of the Fifth Circuit’s approach in that regard,[[356]](#footnote-358) even on its own terms, *Jarkesy* involved a scenario where the court found that “Congress offered *no guidance* whatsoever” regarding the statutory decision at issue.[[357]](#footnote-359) That is not the case here, however. Although section 503(b) alone does not expressly provide guidance regarding the choice of enforcement process, section 4(j) of the Act directs as a general matter that “[t]he Commission may conduct its proceedings in such manner as will best conduce to the proper dispatch of business and to the ends of justice.”[[358]](#footnote-360) Nothing in section 503(b) precludes the applicability of these considerations to guide the Commission’s choice of enforcement process there, and the Commission has interpreted section 4(j) as informing its decision regarding the procedural protections required in adjudicatory proceedings in other contexts in the past.[[359]](#footnote-361) The circumstances here therefore are distinct from those in *Jarkesy* where “Congress offered *no guidance* whatsoever.”[[360]](#footnote-362)

# CONCLUSION

1. Based on the record before us and in light of the applicable statutory factors, we conclude that T-Mobile willfully and repeatedly violated section 222 of the Act[[361]](#footnote-363) as well as section 64.2010 of the Commission’s rules[[362]](#footnote-364) by disclosing its customers’ location information, without their consent, to a third party who was not authorized to receive it and for failing to take reasonable steps to protect its customers’ location information. We decline to withdraw the Admonishment and, having already reduced the forfeiture by $11,550,000 to account for eight entities that were each counted twice in the original forfeiture calculation, decline to further reduce or to cancel the forfeiture amount of $80,080,000.

# ORDERING CLAUSES

1. Accordingly, **IT IS ORDERED** that, pursuant to section 503(b) of the Act, 47 U.S.C. § 503(b) and section 1.80 of the Commission’s rules, 47 CFR § 1.80, T-Mobile USA, Inc., **IS LIABLE FOR A MONETARY FORFEITURE** in the amount of eighty million and eighty thousand ($80,080,000) for willfully and repeatedly violating section 222 of the Act and section 64.2010 of the Commission’s rules.
2. Payment of the forfeiture shall be made in the manner provided for in section 1.80 of the Commission’s rules within thirty (30) calendar days after the release of this Forfeiture Order.[[363]](#footnote-365) T-Mobile USA, Inc., shall send electronic notification of payment to Shana Yates, Kimbarly Taylor, and Michael Epshteyn, Enforcement Bureau, Federal Communications Commission, at [shana.yates@fcc.gov](mailto:shana.yates@fcc.gov), [kimbarly.taylor@fcc.gov](mailto:kimbarly.taylor@fcc.gov), and [michael.epshteyn@fcc.gov](mailto:michael.epshteyn@fcc.gov) on the date said payment is made. If the forfeiture is not paid within the period specified, the case may be referred to the U.S. Department of Justice for enforcement of the forfeiture pursuant to section 504(a) of the Act.[[364]](#footnote-366)
3. In order for T-Mobile USA, Inc. to pay the proposed forfeiture, T-Mobile USA, Inc. shall notify Shana Yates at [Shana.Yates@fcc.gov](mailto:shana.yates@fcc.gov) of its intent to pay, whereupon an invoice will be posted in the Commission’s Registration System (CORES) at <https://apps.fcc.gov/cores/userLogin.do>. Payment of the forfeiture must be made by credit card using CORES at <https://apps.fcc.gov/cores/userLogin.do>, ACH (Automated Clearing House) debit from a bank account, or by wire transfer from a bank account.  The Commission no longer accepts forfeiture payments by check or money order.  Below are instructions that payors should follow based on the form of payment selected:[[365]](#footnote-367)

* Payment by wire transfer must be made to ABA Number 021030004, receiving bank TREAS/NYC, and Account Number 27000001. In the OBI field, enter the FRN(s) captioned above and the letters “FORF”.  In addition, a completed Form 159[[366]](#footnote-368) or printed CORES form[[367]](#footnote-369) must be faxed to the Federal Communications Commission at 202-418-2843 or e-mailed to [RROGWireFaxes@fcc.gov](mailto:RROGWireFaxes@fcc.gov) on the same business day the wire transfer is initiated.  Failure to provide all required information in Form 159 or CORES may result in payment not being recognized as having been received.  When completing FCC Form 159 or CORES, enter the Account Number in block number 23A (call sign/other ID), enter the letters “FORF” in block number 24A (payment type code), and enter in block number 11 the FRN(s) captioned above (Payor FRN).[[368]](#footnote-370)  For additional detail and wire transfer instructions, go to <https://www.fcc.gov/licensing-databases/fees/wire-transfer>.
* Payment by credit card must be made by using CORES at <https://apps.fcc.gov/cores/userLogin.do>. To pay by credit card, log-in using the FCC Username associated to the FRN captioned above.  If payment must be split across FRNs, complete this process for each FRN.  Next, select “Manage Existing FRNs | FRN Financial | Bills & Fees” from the CORES Menu, then select FRN Financial and the view/make payments option next to the FRN. Select the “Open Bills” tab and find the bill number associated with the NAL Acct. No. The bill number is the  NAL Acct. No. with the first two digits excluded (e.g., NAL 1912345678 would be associated with FCC Bill Number 12345678). After selecting the bill for payment, choose the “Pay by Credit Card” option.  Please note that there is a $24,999.99 limit on credit card transactions.
* Payment by ACH must be made by using CORES at <https://apps.fcc.gov/cores/userLogin.do>. To pay by ACH, log in using the FCC Username associated to the FRN captioned above.  If payment must be split across FRNs, complete this process for each FRN.  Next, select “Manage Existing FRNs | FRN Financial | Bills & Fees” on the CORES Menu, then select FRN Financial and the view/make payments option next to the FRN. Select the “Open Bills” tab and find the bill number associated with the  NAL Acct. No. The bill number is the NAL Acct. No. with the first two digits excluded (e.g., NAL 1912345678 would be associated with FCC Bill Number 12345678). Finally, choose the “Pay from Bank Account” option.  Please contact the appropriate financial institution to confirm the correct Routing Number and the correct account number from which payment will be made and verify with that financial institution that the designated account has authorization to accept ACH transactions.

1. Any request for making full payment over time under an installment plan should be sent to: Chief Financial Officer – Financial Operations, Federal Communications Commission, 45 L Street NE, Washington, D.C. 20554. Questions regarding payment procedures should be directed to the Financial Operations Group Help Desk by telephone, 1-877-480-3201, or by e-mail, ARINQUIRIES@fcc.gov.
2. **IT IS FURTHER ORDERED** that a copy of this Forfeiture Order shall be sent by first class mail and certified mail, return receipt requested, to Edward H. Smith, Senior Vice President of Public Policy and Government Affairs, and Christopher Koegel, Director, Federal Regulatory Affairs, T-Mobile USA, Inc., c/o J. Wade Lindsay, Esq., Wilkinson Barker Knauer, LLP, 1800 M Street, N.W., Suite 800N, Washington, DC 20036, and Helgi C. Walker, Esq., and Russell B. Balikian, Esq., Gibson, Dunn & Crutcher LLP, 1050 Connecticut Ave., N.W., Washington, DC 20036.

FEDERAL COMMUNICATIONS COMMISSION

Marlene H. Dortch

Secretary

**STATEMENT OF**

**CHAIRWOMAN JESSICA ROSENWORCEL**

Re: *In the Matter of* *T-Mobile USA, Inc.*, Forfeiture Order, File No.: EB-TCD-18-00027702 (April 17, 2024)

Our smartphones are always with us, and as a result these devices know where we are at any given moment. This geolocation data is especially sensitive. It is a reflection of who we are and where we go. In the wrong hands, it can provide those who wish to do us harm the ability to locate us with pinpoint accuracy. That is exactly what happened when news reports revealed that the largest wireless carriers in the country were selling our real-time location information to data aggregators, allowing this highly sensitive data to wind up in the hands of bail-bond companies, bounty hunters, and other shady actors. This ugly practice violates the law—specifically Section 222 of the Communications Act, which protects the privacy of consumer data. The Commission has long recognized the importance of ensuring that information about who we call and where we go is not for sale. In fact, these enforcement actions—leading to $200 million in fines—were first proposed by the last Administration. By following through with this order, we once again make clear that wireless carriers have a duty to keep our geolocation information private and secure.

**Dissenting Statement of**

**Commissioner Brendan Carr**

Re: *In the Matter of* *T-Mobile USA, Inc.*, Forfeiture Order, File No.: EB-TCD-18-00027702 (April 17, 2024)

For more than a decade, location-based service (LBS) providers have offered valuable services to consumers, like emergency medical response and roadside assistance. Up until the initiation of the above-captioned enforcement actions, LBS providers did so by obtaining access to certain location information from mobile wireless carriers like AT&T, Verizon, and T-Mobile. Then, in 2018, a news report revealed that a local sheriff had misused access to an LBS provider’s services. That sheriff was rightly prosecuted for his unlawful actions and served jail time. Subsequently, all of the participating carriers ended their LBS programs. So our decision today does not address any ongoing practice.

This is not to say that LBS providers have ended their operations. They have simply shifted to obtaining this same type of location information from other types of entities. That is why I encouraged my FCC colleagues to examine ways that we could use these proceedings to address that ongoing practice. But my view did not prevail.

That brings us to the final Forfeiture Orders that the FCC approves today. Back in 2020, after the mobile wireless carriers exited the LBS line of business, the FCC unanimously voted to approve Notices of Apparent Liability (NALs) against the carriers. Even then, it was clear that at least one LBS provider had acted improperly. So I voted for the NALs so we could investigate the facts and determine whether or not the carriers had violated any provisions of the Communications Act.

Now that the investigations are complete, I cannot support today’s Orders. This is not to say that the carriers’ past conduct should escape scrutiny by a federal agency. Rather, given the nature of the services at issue, the Federal Trade Commission, not the FCC, would have been the right entity to take a final enforcement action, to the extent the FTC determined that one was warranted.

Here’s why. Unlike the FTC, Congress has provided the FCC with both limited and circumscribed authority over privacy. Congress delineated the narrow contours of our authority in section 222 of the Communications Act. The services at issue in these cases plainly fall outside the scope of the FCC’s section 222 authority. Indeed, today’s FCC Orders rest on a newfound definition of customer proprietary network information (CPNI) that finds no support in the Communications Act or FCC precedent. And without providing advance notice of the new legal duties expected of carriers (to the extent we could adopt those new duties at all), the FCC retroactively announces eye-popping forfeitures totaling nearly $200,000,000. These actions are inconsistent with the law and basic fairness. The FCC has reached beyond its authority in these cases.

According to the Orders, our CPNI rules now apply whenever a carrier handles a customer’s location information—whether or not it relates to the customer’s use of a “telecommunications service” under Title II of the Communications Act. Here, the location information was unrelated to a Title II service. The customer did not need to make acall to convey his or her location. In fact, the carrier could have obtained the customer’s location even if the customer had a data-only plan for tablets. Yet the Order concludes that the carriers mishandled CPNI.

That cannot be right. Start with the definition of CPNI, which section 222 of the Communications Act defines as:

information that relates to the quantity, technical configuration, type, destination, location, and amount of use of a telecommunications service subscribed to by any customer of a telecommunications carrier, and that is made available to the carrier by the customer solely by virtue of the carrier-customer relationship.[[369]](#footnote-371)

That definition has two key limitations. First, the information must be of a specific type. As relevant here, CPNI must “relate to” the “location … of use of a telecommunications service.” Second, the information must have been obtained in a specific way. The customer must have made his or her location “available to carrier” and “solely by virtue of the carrier-customer relationship.”

Take the first limitation. By requiring that the location “relate” to the “use of a telecommunications service,” the statute covers a particular type of data known as “call location information”—namely, the customer’s location *while making or receiving a voice call*. Section 222 confirms this commonsense reading elsewhere when it expressly refers to “call location information.”[[370]](#footnote-372) These statutory references to “call location information” would make no sense if Congress intended for CPNI to cover all location information collected by a carrier, irrespective of particular calls.

The FCC confirmed that “straightforward” interpretation in a 2013 Declaratory Ruling.[[371]](#footnote-373) The definition of CPNI, this agency held, encompassed “telephone numbers of calls dialed and received and the location of the device at the time of the calls.”[[372]](#footnote-374) The FCC also clarified that CPNI included “the location, date, and time a handset experiences a network event, such as a dialed or received telephone call [or] a dropped call.”[[373]](#footnote-375)

Although the Orders claim CPNI was at play, they do not contend that “call location information” was disclosed. Nor could they. As the Orders concede, the carriers obtained their customers’ location whenever a customer’s device pinged the carrier’s cell site, even when the device was otherwise idle. No voice call was necessary for the carrier to obtain the customer’s location. In fact, the carrier could gather the customer’s location even if the customer did not have a voice plan. So, the “location” did not “relate to” the “use” of a “telecommunications service” in any meaningful sense.

Turning to the second limitation, it seems implausible to conclude that the carrier obtained the customer’s location “*solely* by virtue of the carrier-customer relationship,” as section 222 requires. True, many of these customers might have had voice plans, thereby creating a “carrier-customer relationship.” But any Title II relationship was, at most, coincidental. The carrier could have obtained the customer’s location even in the absence of a call, and even in the absence of a voice plan.

The massive forfeitures imposed in these Orders offend basic principles of fair notice. The FCC has never held that location information other than “call location information” constitutes CPNI. Nor has the FCC stated that a carrier might be liable under our CPNI rules for location information unrelated to a Title II service and collected outside the Title II relationship. So, even if we could proscribe the conduct at issue here through a rulemaking (and I am dubious that we could), it would be inappropriate and unlawful to impose the retroactive liability that these Orders do.

In the end, these matters should have been handled by the FTC. Our CPNI rules are narrow and do not cover every piece of data collected by an FCC-regulated entity. Besides, as the Communications Act makes clear, carriers are regulated under Title II only when they are engaged in offering Title II services.[[374]](#footnote-376) In situations where an FCC-regulated entity offers a Title I service, such as mobile broadband, the FTC is the proper agency to enforce privacy and data security practices under generally applicable rules of the road. I respectfully dissent.

**DISSENTING STATEMENT OF**

**COMMISSIONER NATHAN SIMINGTON**

Re: *In the Matter of* *T-Mobile USA, Inc.*, Forfeiture Order, File No.: EB-TCD-18-00027702 (April 17, 2024)

Today, each of the major national mobile network operators faces a forfeiture for its purported failure to secure the confidentiality of its customer proprietary network information ('CPNI') as it relates to location information of network user devices. While the facts of each alleged violation are somewhat different, the enforcement calculation methodology used to arrive at the forfeitures is shared. Because I am concerned principally with that issue, together with what I view as a significant and undesirable policy upshot common across the actions that the Commission takes today, I will draft one dissent.

There is no valid basis for the arbitrary and capricious finding—enunciated in the Commission's erroneous rationale in *TerraCom Inc. and YourTel America, Inc.*, Notice of Apparent Liability for Forfeiture, 29 FCC Rcd 13325 (2014) (*'TerraCom'*) and relied upon today—that a single, systemic failure to follow the Commission's rules (in that case, violations of sections 201(b) and 222(a) of the Act; here, a violation of section 64.2010 of the Rules) may constitute however many separate and continuing violations the Commission chooses to find on the basis of the whole-cloth creation of a novel legal ontology. In *TerraCom*—which was resolved by consent decree and never proceeded to a forfeiture order—the Commission found that each customer record exposed by a single insecure data protection method (some 305,065 records) could be treated as having formed a separate and continuing violation. Here, the Commission purports to count individual location-based services providers (‘LBS’) and aggregators relied upon by each mobile network operator to arrive at its separate and distinct continuing violations.

Whether counting individual exposed customer records or LBS providers and aggregators, the clear effect of the Commission's arbitrary selection of a violation class used to increase the number violations emerging from a single act or failure to act of a regulatee alleged to be in violation of our rules is to exceed our section 503 statutory authority. Here it cannot credibly be argued that any of the mobile network operators, in operating an LBS/aggregator program, committed more than one act relevant for the purposes of forfeiture calculation. It is simply not plausible that Congress intended that the Commission may arrive at forfeitures of any size simply by disaggregating an "act" into its individual constituent parts, counting the members of whatever class of objects may be related to the alleged violation to arrive at whatever forfeiture amount suits a preordained outcome. In this case we exceed our statutory maximum forfeiture by a factor of, in some cases, dozens; in *TerraCom*, we asserted the right to exceed it by thousands.

What's more, the Commission ought to act prudentially here: even assuming, purely *arguendo*, that location-based CPNI were illicitly exposed, let us not forget that, at every moment, any of thousands of unregulated apps may pull GPS location information, Wi-Fi and Bluetooth signal strength, and other fragments of data indicating location from customer handsets at every moment the device is on. Indeed, this can be, and routinely is, accomplished even without consumer permission. By sending a strong market signal that any alleged violation of Commission rules regarding CPNI safekeeping (whether or not the rules actually were violated) can and will result in an outsize fine, we have effectively choked off one of the only ways that valid and legal users of consent-based location data services had to access location data for which legal safeguards and oversight actually exist.

It was available for the Commission to work with the carriers to issue consent decrees to promote best practices to develop further safeguards around location-based and aggregation services, and to actively monitor ongoing compliance in an effort to vouchsafe a regulated means of consensually sharing handset location data with legitimate users of the same. We opt, instead, to appear "tough on crime" in a way that actually reduces consumer data privacy by pushing legitimate users of location data toward unregulated data brokerage. Accordingly, I dissent.
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